MODIFICATION FOR D-SUITE 4.14-A.1

The D-Suite 4.14-A.1 employs an obfuscation process to the software packages to protect against disassembly of the binaries into source code. A third party obfuscation tool is used for this. In the original configuration settings, two operations were configured to not be available for customer use: bulk import of audio files and bulk template header assignment for ballots. In order to make these available for use, the configuration settings for the obfuscation process needed to be changed for two of the applications of the D-Suite system: Audio Studio and EED (both client and server components).