
First Name Last Name Email Date submitted Comment

Jennifer Bigelow
jenbigelow@
hotmail.com

2019-05-02 
23:32:32 GMT

          
for interference through cyberattacks, it is imperative the 
VVSG prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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computer science. As such I speak with some authority 
when I say I strongly support the draft Voluntary Voting 
System Guidelines (VVSG). I commend the robust principles 
and guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
Its like you people want to have our elections hacked again. 
Do something! At a bare minimum please listen to the 
following.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Presidential election in 2020. I am a 59 year old who has 
voted for over 40 years and I am extremely concerned that 
our voting machines are not secure.   I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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networks in ALL 50 STATES have been targeted with 
cyberattacks, making VERIFIED VOTING potentially 
impossible in any or all elections going forward, I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or any other means.   We want 
to ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and the 
safety and clarity  of our elections.  We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  It is clear that the current 
administration is not paying attention to the threat of 
foreign manipulation in our election processes nor do they 
seem to care.   Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
infrastructure.'  Eliminating wireless modems and internet 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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should be audited by manually counting.  thanks you,  Nell 
Eakin
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. So no modems please. Let's keep voting 
machines off the internet.  Given the fact that our election 
systems are being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  We must also secure voting roles from 
hacking that can remove voters from the roles themselves.  
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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is nothing more important to protect our democracy.   I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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to protect data and to prevent manipulation.  Since our 
election systems are being targeted for cyberattacks, it is 
imperative that the Voluntary Voting System Guidelines 
prohibit connectivity to the public Internet through 
wireless modems or other means.   Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
guarantee our voting machines can'tbe manipulated or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data...and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems  
are being targeted for interference through  cyberattacks, 
it is imperative the VVSG  also prohibit  connectivity to the  
public Internet  through wireless  modems or other  means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.  
While this is not a panacea it is a strong protection.  We 
want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
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democratic nation.  So internet access to our voting 
machines is a security risk given  - digital interference is a 
distinct possibility,  - proven election interference by 
Russia,  - possible election interference by other countries  -  
proven digital hacking by many sources  I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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any time -- ever.  A hack can be inserted in the system at 
any time and activated when needed.  It is imperative that 
voting machines not machine programming voting 
machines be allowed to connect to the internet.    I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote-counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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democracy, so I am sure that they will all get behind this 
most important first step. If they don't, then we know who 
to weed out.  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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concerned about the weak national standards for voting 
machines put forth thus far. I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, audit-readiness and ballot secrecy.   Our 
election systems are being targeted for interference 
through cyberattacks every day. It is imperative the VVSG 
prohibit connectivity to the public Internet through 
wireless modems or other means to prevent such attacks.   
I urge you to to ban modems in vote counting machines 
both to protect data and to prevent manipulation, and ask 
the Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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voting, plenty of time and the only computer connection 
needed is to be able to check that our votes have actually 
been recorded.  This should be implemented everywhere.  
But, until then, the rest of the country who does not have 
paper trail voting should adopt these principles stated 
below.   I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Our election systems are being targeted for 
interference through cyberattacks, so it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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olds have done it in tests within a few minutes time. We 
need HANDMARKED paper ballots everywhere, and NO 
MODEMS at election sites.   I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.    
Modems  in vote counting machines should be banned, 
both to protect data and to prevent manipulation.  
Therefore, we urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure.'  
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:  'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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has been trying to learn about what we can do to ensure 
the integrity of our electoral processes. Thank you for your 
work toward this end.   I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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(VVSG) and the robust principles and guidelines for 
software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   I believe that it is imperative that mthe 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   Ban modems 
in vote counting machines both to protect data and to 
prevent manipulation.  I urge the Commission to add the 
following language to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
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the 2020 vote means that we need to ensure free and fair 
elections. We need to take action NOW to prevent cyber 
attacks on voting machines.  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability, and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
please ban modems in vote counting machines both to 
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Voters of Oregon, LWVOR. Oregon uses paper ballots and 
is well on the way to passing legislation for risk-limiting 
audits, OR SB 944. I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   LWVOR is starting a state 
study of Cybersecurity & Privacy Today and we are very 
concerned that our election systems are being targeted for 
interference through cyberattacks. It is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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not understood by those who are supposed to secure our 
elections.   I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also PROHIBIT CONNECTIVITY to 
the public Internet through wireless modems or other 
means.   We want to BAN MODEMS in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   **Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means. 
**  We want to ban modems in vote counting machines 
both to protect data and to prevent manipulation.  
Therefore, we urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure.'  
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through wireless modems and other means. We must do 
this to prevent Russia and other bad actors from changing 
election results and engineering vote tallying to their liking.   
I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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the only way to protect  our elections against hacking. We 
can't take a chance on this.  Please enact the draft 
Voluntary Voting System Guidelines (VVSG) and adoptthe 
robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy. The secret ballot is a cornerstone of our 
democracy.  Our election systems are being targeted for 
interference through cyberattacks, so it is imperative  that 
the VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote-counting machines both to protect 
the data stored on those machines and to prevent 
manipulation.  Therefore, I urge the Commission to add the 
following to the guidelines under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
infrastructure.'  It is true that eliminating wireless modems 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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machine that does not use paper ballots hand marked by 
the voter, such as paperless touch screens. Also ban hybrid 
printer-scanners such as the Dominion ICE and the ES&S 
Expressvote that allow marks to be printed on a ballot after 
it is cast by a voter, making hand count audits unreliable.   
All voting machines must be based on ballots hand marked 
by the voter, with adequate hand count audits to verify 
that the votes were counted as cast.  I commend the 
robust principles and guidelines for software 
independence, auditability and ballot secrecy in the draft 
Voluntary Voting System Guidelines (VVSG.   Given the fact 
that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
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democracy America was born to be.    Please do so by 
eliminating wireless modems and internet connectivity of 
all voting machines, though this is not enough. All ballots 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, 
particularly from hostile foreign governments, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
This should cause the highest level of concern in our 
government and not be overlooked. We live in a day and 
age when attacks from foreign governments do not always 
involve troops marching to war, but still are a very real 
threat to our democratic system.  We want to ban modems 
in vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 

Emily Willoughby
emilya57@c
omcast.net

2019-05-23 
05:01:00 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   I am going to put this small bit in my own 
words. We need a paper ballot for every vote cast. It can 
and should be processed electronically but there must be a 
paper ballot to assure that ballot processing is accurate.    
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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elections, and we need to take all possible steps to prevent 
this from occuring in 2020 and beyond. I encourage you to 
adopt the Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 

Judith Pigossi
jtp@pegasus
cap.com

2019-05-23 
16:42:48 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
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process.  Those who support strong security, support the 
strength of our democracy.  We cannot let our democracy 
become vulnerable or weak in any way.  For these reasons, 
I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and the strong principles and guidelines 
for software independence, auditability, and ballot secrecy.  
Our election systems are being targeted for interference 
through cyberattacks, so it is crucial that the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit Internet connectivity.   
It's simple. And doable. Ban modems in vote counting 
machines to protect data and to prevent manipulation. 
And, of course, to protect against interference by enemies 
foreign and domestic.  Therefore, please add the following 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   It is well established that our foreign 
adversaries have targeted election networks in all 50 states 
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have to be to use an internet connected voting system? If 
anything, go back to paper/ink ballots.  I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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compact gaining momentum as well.  One card per voter, 
most popular candidate wins.   I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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manipulation -- and that we can verify this, and believe it.  
Connecting vote counting machines to the internet or 
wireless modems offers an easy way to hack the vote. This 
should be banned. Even better: paper backups, so we can 
verify the vote count independent of the voting machine 
software. This is important.  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
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for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given that cyberattacks are targeting our 
election systems for interference, it is imperative that the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines, both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.  
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.  Modems in 
vote-counting machines should be banned, both to protect 
data and to prevent manipulation.  Therefore, I urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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comprehend that if a system is vulnerable due to 
connection to the internet then unless and until we can be 
reasonably assured that that it is secure then you 
DISCONNECT FROM THE GODDAMNED INTERNET!  I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is IMPERATIVE the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. Not  Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 

Robert Roberts
rroberts91@
cox.net

2019-05-23 
23:00:38 GMT

          
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   However, there is NO SUCH THING as a 
secure voting machine!  Given the fact that our election 
systems are being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
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(VVSG) I also support the robust principles  & guidelines for 
software independence, auditability & ballot   Clearly, 
evidence indicates that our election systems have been/are 
being sibjected to cyberattacks  Therefore, it is critical that 
the VVSG prohibit connectivity to the public Internet 
through wireless modems or other means (best I know/ 
understand).   Apparently, we need to ban modems in vote 
counting machines to protect data & to prevent data 
manipulation.  Please consider adding the following to the 
guidelines under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote-counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guidelines under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given that our election systems are being 
targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  P.S: 
http://petitions.moveon.org/sign/justice-for-nadia-sindi  
My life with Liberal Klans  in Oregon!!  Arab/Muslim 
Americans are treated less than animals! We are called 
Sand Nâ€¦    We are being prosecuted in a daily basis! High 
tech lynching, institutionally racism! Especially for Arab 
women!!  Oregon late A.G. Dave Frohnmayer had my SS# 
blocked & prevented me from getting employed, made me 
homeless and jobless!   Dave Frohnmayer was the one who 
started & initiated the fraud of Foreclosed-houses & taking 
over our homes!  His bank robber Rep.Bob Ackerman, 
Doug McCool, UO Prof. Margaret Hallock. Hired Scarlet 
Lee/Barnhart Associates. Forged my familyâ€™s signature. 
Gave our fully paid Condo to the thief Broker  Bob Ogle, his 
mom Karen Ogle was working in the USA Consulate in 
Jeddah, Saudi Arabia. She administered the power of 
attorney to have my sister signature, added her son to the 
deed. Sold  without my signature!  Bob Ackerman had 
never responded to the Summon from the Court, and the 
sheriff never served me or arrested him either!!                                                                            
ThIs is what kind of criminal government we have in 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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If we donâ€™t want Putin picking our president, weâ€™d 
better have secure voting.
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   I am 
very concerned about possible election tampering in 2020. 
I am also concerned with the lackadaisical attitude of a 
number of people in politics about this.  'The voting system 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We are well into the 21st century, and nothing is secure--
every security device is quickly defeated as soon as it is 
connected to the web.  We want to ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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INTERNET CONNECTIVITY MESSING WITH OUR 
DEMOCRACY. WE THE PEOPLE REJECT IT.   I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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countries, especially adversaries, want !!!  WE ARE 
DEPENDING ON YOU!!   I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  In Washington State, all our voting is done 
by mail-in ballot (no postage necessary so folks on a tight 
budget still get to vote and there are drop boxes available 
instead of mailing if desired); all paper.  It leaves a clear 
paper trail and we have no worries about cyber attacks.  
It's wonderful to live in a state where I can be sure my vote 
is counted.  Given the fact that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.   Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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PROTECTING OURSELVES?  I STRONGLY support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We need to 
ban modems in vote counting machines, both to protect 
data and to prevent manipulation.  Therefore, I urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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13:   DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
telecommunications infrastructure.'  Thank you for your 
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means to interfere with our elections.  To ignore this is to 
be a traitor of or free elections....   I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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in that idiot Bonsonaro.  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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we have witnessed in that past elections, especially the 
Presidential election that was hacked by bots that are 
internet driven. I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  

TIM HARRIS
tharris@inet
nebr.com

2019-05-24 
00:52:40 GMT

          
connections involved ANYWHERE!  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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election system to be exposed to the internet.   Do not 
allow voting without a paper backup so we can ensure no 
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Guidelines (VVSG) and commend the strong principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is vital that the VVSG also prohibit connectivity to the 
public Internet through wireless modems or any other 
means.   We want to ban modems in vote counting 
machines both to protect data and to stop manipulation.  
Therefore, we command  the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation. Especially 
seeing, that an 11 Year Old Girl successfully hacked into 
Florida's system & changed voting results.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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WWll and came home wounded.  Putin has too much 
control around the world and Nationalism is on the rise.  
We will never recover if we don't get a Fair Legal Election 
process in 2020. I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet throtugh 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   I strongly support vote by mail and also 
automatic voter registration with state id or driver license 
registration or renewal. We need a simplified and effective 
system that works for all voters and is not influenced by 
corporate or other nations.  Given the fact that our election 
systems are being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
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nation. While we can throw billions at bloated military 
hardware systems, we can't find monies to revise and 
standardize the voting mechanics.  ONE paper-checkable 
model of voting machine in every locale where Americans 
vote for politicians and propositions - NO exceptions 
whatsoever. And NO internet connectivity for these new 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Better Computers would help, but I think hand-counted 
paper ballots would be the most secure. Canada does it, 
and there's no reason it wouldn't scale.
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Please ensure paper ballots are available 
and saved so they can be verified. Do not allow any 
internet connectivity over modems. Thanks   Given the fact 
that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
Banning modems in vote counting machines is necessary to 
protect data and to prevent manipulation.  Therefore, I 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, audibility and ballot 
secrecy.   However, given the fact that our election systems 
are being targeted for interference through cyber attacks, 
it is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.     
As a computer scientist, with a Masters degree specializing 
in artificial intelligence, I know quite a bit about this issue.  
Nobody in their right minds would allow any vote counting 
system to connect to any publicly accessible electronic 
network, either directly or indirectly.  We need to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, I urge the 
Commission to add the following to the guideline under 

Elizabeth Reynolds

egreynoldsp
hd@yahoo.c
om

2019-05-24 
03:42:59 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We must ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
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way to vote in this cyber age is for the voters, as the first 
step in the voting process to HAND mark their votes on a 
paper ballot, thus verifying their votes as they mark them.  
The ballot can be read by a scanner, but must be saved for 
a risk limiting audit before the official results are 
promulgated.  The very bedrock foundation of a democracy 
is that its elected officials are chosen by the voters not 
outside hackers or insiders' misprogrammed software.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
This is a simple fix that can go a long way in barring 
malevolent factions from accessing our voting system.  We 
want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the reality that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means. 
Without that protection, the system is still very vulnerable.  
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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foreign interference is to ensure absolutely no capacity for 
internet connectivity. Any such hardware capacity, 
regardless of how dormant it is left by the manufacturer, is 
an invitation to resourceful computer engineers to alter the 
outcomes of elections.***  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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vulnerability to hacking. We've seen numerous stories in 
which high-school kids were able to hack voting machines 
in minutes. That is why I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   It is essential 
to ban modems in vote counting machines both to protect 
data and to prevent manipulation.  I urge the Commission 
to add the following to the guideline under Principle 13:   
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for interference through cyberattacks, it is imperative the 
VVSG prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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Those connections invite attacks.  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy. It is now long overdue.  Given the fact that 
our election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
should be cast on paper ballots and all elections should be 
audited by manually counting a sample of the paper 
ballots, but this guideline is essential while we still use 
voting machines.  Thank you for your consideration of this 
update to the latest set of guidelines.  This is especially 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   This isn't an issue that should be put off.   
Voters need assurance that information is true and 
confidence that their vote is correct.  Given the fact that 
our election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  And for the 
love of democracy, make there be a paper trail!!!  
Therefore, we urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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ability to manipulate from a central location, either bribed 
or foreign.  A single county can be crucial.    I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 

Sylvia Goodyear

smgoodyear
@mindspring
.com

2019-05-24 
13:35:56 GMT

         
our democracy.    I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. Trump may want Russian participation again 
but we the people do not.  Given the fact that our election 
systems are being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.  
A matter of national security !  We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyber attacks, 
it is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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the machine is never connected to the internet.  The 
machines are running private, flawed code and can be 
hacked in minutes through wireless modems, 'stingray' 
machines parked outside the tabulation center, corrupted 
USB sticks and other methods.  
https://www.foxnews.com/tech/voting-machines-can-be-
hacked-in-two-minutes-expert-warns  
https://www.nytimes.com/2018/02/21/magazine/the-
myth-of-the-hacker-proof-voting-machine.html  Indeed, 
eliminating wireless modems and internet connectivity will 
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Nothing has 
been done to Russia for their cyber attacks on our last 
presidential election, nothing has been done to protect our 
election this next presidential election in 2020.  The 
American people need the security of knowing that their 
votes will count and not be subject to another country's 
influence and cyber attacks.  I want paper ballots, so there 
is no doubt.  Therefore, we urge the Commission to add 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Nothing will destroy our country quicker 
than questions about the legitimacy of our elections.  The 
FBI and Department of Homeland Security have confirmed 
that our election systems are being targeted for 
interference through cyberattacks.  Therefore, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
I urge you to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, I 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.  I wish I could believe they would be 
adopted and implemented.  Given the fact that our election 
systems are being targeted for interference through 
cyberattacks, it is imperative that the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.  We want to ban modems in vote 
counting machines, both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:  DATA 
PROTECTION:  'The voting system does not use wireless 
technology or connect to any public telecommunications 
infrastructure.'  Indeed, eliminating wireless modems and 
internet connectivity will not guarantee that our voting 
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for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, audit-ability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyber-attacks, 
it is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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approaching with too little being done.  I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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express my concern for the security of our election process.  
I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is IMPERATIVE the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy!  As we have documented 
evidence that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
The internet is not secure.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   It is also clear to me that Republicans may 
have benefited from Russian hacking or local shenanigans 
(Ohio, Georgia, Florida) and have NO INTENTION of doing 
anything, -- they must be forced to behave.  Given the fact 
that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
should be cast on paper ballots and all elections should be 
audited by manually counting a sample of the paper 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.    
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.    Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Especially, Diebold Corp. is known for easy 
access and manipulation and will be watched.  Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or any other means.   We must  
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means. 
We cannot afford to have another republican falsely put 
into the white house.  We want to ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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have written and I agree with it. Please help make us safe 
from this interference. Thanks! John Ehrhart, Mount 
Pleasant, WI  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) because 'democracy dies in darkness' 
(_The Washington Post_), and opaque elections can be 
stolen from the true winner. The VVSG contains robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. It must be passed as soon as 
possible.   Given the fact that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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is there?  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Right now, we don't because of too many problems in 
recent elections.  Paper ballots are one option, but if we 
continue to use electronic voting machines they at least 
need to be unhackable.  Therefore, I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 

William
Berninghaus
en

wgberningha
usen@gmail.
com

2019-05-24 
15:58:08 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   I recommend that Oregon's mail-in, paper 
ballot scheme be adopted for all elections in every state.  
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Our vote calculating machines are not connected to the 
internet and use paper ballots. Itâ€™s a great system and I 
wish the whole nation would follow our example. I strongly 
Support and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  I read this morning about an exercise across 
Maryland to be sure that elections and the vote-tallying 
machinery used are quite secure.  Every state should be 
dong this!  Given the fact that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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equipment. There needs to be a paper trail and it needs to 
free of internet connections! I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  I favor 
using the written mail-in ballot used in Oregon for all voters 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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else you do that is more important than this??? I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. WE MUST PROTECT OUR ELECTION!  Given 
the fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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functioning and healthy democracy.  It is imperative that 
our elections are secure.  After the frightening success that 
the Russians had in interfering with our 2016 election (and 
more info is coming out every day on how much they 
interfered), it is imperative that we strengthen our election 
processes as much as humanly possible.  Russia and other 
bad actors are going to try again in 2020, of this we can be 
sure.    I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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this commission. You have to live with selling out your 
country.  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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from being connected to the internet.  I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the strong principles and 
guidelines for software independence, auditability and 
ballot secrecy.   It's a fact that our election systems are 
being targeted for interference through cyberattacks, and it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
Modems in vote counting machines need to be banned, to 
both protect data and prevent manipulation.  Therefore, I 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Eliminating 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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our elections, whether Saudi, Russian, Israeli, etc.  I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 



Celia Holman
holmanc22@
gmail.com

2019-05-24 
16:02:13 GMT

           
protection of our voting systems. The ideas presented here 
are a start to what hopefully will become a larger proposal 
for the protection of these systems.   I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet kthrough wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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is done via mail and drop off ballot boxes. It works 
smoothly and securely, I wish all states would follow the 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines recommended for 
software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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BALLOTS! In this age of machines we should not trust it. 
YOU CANT MESS WITH PAPER BALLOTS AND VOTING 
AUDITS. ITS THAT DAMN SIMPLE.  The power that be will 
not agree.  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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Guidelines (VVSG) and robust principles and guidelines for 
software independence, auditability and ballot secrecy.   
Given that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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interference is the bedrock of our representative 
democracy and must be protected! I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   I LIKE OUR PAPER BALLOTS.  Given the fact 
that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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have a impenetrable system for recording voter's choices. 
That can be provided by the Voluntary Voting System 
Guidelines (VVSG) for software independence, auditability 
and ballot secrecy.   We want to ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
infrastructure.'  Indeed, eliminating wireless modems and 
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recorded correctly.  We have time to fix it before the 2020 
election and we need to start NOW.  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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shopping and nothing for our votes? Come on and fix this 
system I am sure Russia has already figured out a way to 
hack into our machines.  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  As 
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ACCURATELY, THAT RUSSIAN INTRUDERS WILL STAY HOME 
OUT OF FRUSTRATION! PAPER BALLOTS AND MACHINES 
MUST BE HACK-FREE FOR DEMOCRACY TO REIN IN 
AMERICA!  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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2016 elections and what is planned for 2020, I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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heads to do more than to serve their personal interests, 
consistent with private corporations. It is my sense that the 
current administration values only the emoluments with 
which they can leave office, while they undo our 
Democracy.  This administration is the dictatorship of 
corporations - or Fascists, just like Hitler's Boys!  Renew out 
DEMOCRACY!! Rid of the racist, sexist, income 
discrimination, and gerrymandering politics of the GOP!!  I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given that foreign and domestic 
interlopers are targeting  our election systems through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We need to ban modems in 
vote counting machines both to protect data and prevent 
manipulation.  Therefore, we demand the Commission to 
add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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I strongly support and urge Vote By mail, like we use here 
in Oregon.  Simple and secure and VERY difficult to hack.
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that the election systems in 
the USA are being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We need to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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elections. For this reason, I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  I urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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without interference is a bedrock of our representative 
democracy. I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
As a computer professional with over 20 years of 
experience, much of it in the field of computer security, I 
know very well what a disaster the current set of voting 
machines are, and why they need to be replaced. I'll 
continue to write about this until I see some action on the 
matter. Therefore, we urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy,   ***because without this, there will be no 
stopping the repuglicans from stealing yet another 
election. We just can't sit here and watch them dismantle 
our democracy bit by bit. How can you NOT care about 
that???   Given the fact that our election systems are being 
targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. Preferably paper ballots as there is no hurry 
in finding results.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
The ideal would be secure, traceable paper ballots for all 
elections, but given that electronic voting is probably here 
to stay we need the best implementation we can get.  
Therefore, we urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
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(VVSG) and stand behind the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   I insist we ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  My message is:  Add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  
Eliminating wireless modems and internet connectivity 
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System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
pguidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  I urge the 
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not attached to the larger internet at all for such things. 
Everything from the DMV to voting can be put on this 
thing.  Second I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  I WANT WRITTEN PROOF AND RECEIPT OF 
WHO I VOTED FOR...RECEIPT!!! Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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this:  I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we plead that the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   It is a proven fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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and even mandatory for everyone over 18 - check out the 
system which is used in Australia. The more people that 
vote, the more we see the results which most people want.  
I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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abroad for many years, in countries with very strong 
democratic systems.  This includes robust elections and 
ballot oversight, for example in the Netherlands and 
Denmark.  It is incomprehensible to me that the USA has 
completely unprotected balloting systems which are tailor 
made for hacking, data, scrambling, lacking paper trails for 
accountability, no provisions for ballot counting oversights 
and multiple observed counts,  and open to virtually ever 
type of  interference.  Democracy, to be enjoyed, must be 
PROTECTED!    I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, audit ability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyber-attacks, 
it is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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protect our election systems!   I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
I want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, I 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 



Donna Deese
drichey1@ho
tmail.com

2019-05-24 
16:12:58 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Russian agents hacked into the computers of the DNC and 
various election offices.    FIX IT SO THIS DOESN'T HAPPEN 
AGAIN!
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Fix this problem NOW!  Our Democracy is at stake!   Does 
anyone care?
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  We also need 
to ban manipulation by local Secretaries of State of the 
voting process banning thousands of legal voters from 
participating.  The theft of elections by internal entities is 
just as bad as foreign influence, if not worse.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.  
If it can be hacked, it will be hacked.  We MUST prevent 
that from happening.  We want to ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 



Tresa Kamali

talkingkama6
0@yahoo.co
m

2019-05-24 
16:13:50 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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not. I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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the foundation of democracy.  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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combination of at least 6 techniques  - suppression,  
financial intrusion, voiding votes,  changing cast votes    
changing tabulations of  cast votes,  and misinformation 
and propaganda - - together,  changed the outcome   - -  in 
at least 30 counties across at least 7 states. Trump is 
illegitimate.  The Trump Administration's decisions and 
actions are null and void.    I support the draft Voluntary 
Voting System Guidelines (VVSG),  and the principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Our election systems are targeted for 
sabotage  through cyberattacks.  So, the VVSG should also 
prohibit connectivity to the public Internet through 
wireless modems, or other means.   Also,  ban modems in 
vote counting machines  to protect data and to prevent 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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dangers. I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) ...or do you just want the RUSSIANS to 
select our next representitives.?  Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 

Rose Brandl
r.brandl28@
gmail.com

2019-05-24 
16:16:03 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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REPUTATION AS FAIR AND HONEST IS AT STAKE HERE!!! I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Our election systems are being targeted for 
interference through cyberattacks, so it's critical that the 
VVSG also ban connecting to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and prevent manipulation.  We urge the Commission to 
add the following to the guidelines under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  I vote in EVERY general election!  Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) with robust principles and guidelines for 
software independence, auditability and ballot secrecy.   
Our election systems are being targeted for interference 
through cyberattacks. It is imperative that the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote-counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Eliminating wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   In Oregon we have the vote by mail 
system, which works remarkably well, is much lower in 
cost, and is very secure. That is my #1 recommendation. A 
tightly controlled electronic reading system inside the 
elections office is much easier to protect.  Given the fact 
that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means, 
at least without the added security of a Virtual Private 
Network in place.  We want to ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline I under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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vote AND the accuracy of this.  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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have safeguards in place, to prevent outside influences that 
can disrupt our voting processes!?   I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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but I'll include the prepared text just in case.  I am writing 
in support of the draft Voluntary Voting System Guidelines 
(VVSG) and to embrace it commend the robust principles 
and guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
I think it would be a wise move to ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  Therefore, I urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference mthrough cyberattacks, 
it is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditibility and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative that the VVSG also prohibit connectivity to 
the public Internet through wireless modems or other 
means.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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be safe and secure. 45 must not win again.  I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberspace 
erattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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daily by Putin's online army and his asset in the Oval Office, 
I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.  
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to please add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  We need open source public NOT private 
voting machines.    Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy. Given the fact that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation. Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
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only possible reason for opposing secure voting is to allow 
rigging the election.   I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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send this letter, thats it's not de facto considering the 
hacking attempts or outright hacking that happened in our 
last election. Free and fair elections are integral to 
democracy.   Or are we a DINO? Democracy in name only.   
I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
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the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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port, one wonders why it is not being used?  This was the 
original intent.  And with all the hacking going on, it would 
be a great sanity check to make certain that the votes one 
places were confirmed.  Finally, using receipts as a recount 
toll is another thing to keep hacking down.  Once hackers 
realize they can be thwarted, maybe their focus will go 
elsewhere, like credit card scamming...  I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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connect to the internet.  We also need paper trails for 
every vote!  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   Enough 
damage has been done by the Russians thanks to our 
treasonous President, this has to stop! Its been a major 
attempt at taking over our government by dictatorship....  

Matthew Tennery
mtennery1@
yahoo.com

2019-05-24 
16:22:08 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means. 
The electronic voting system is not perfect, and if the 
threat of cyberattack is strong now, I can only imagine 
what the state of this issue will be in a few elections.  We 
want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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cannot allow it to happen today!  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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through wireless modems or other means. Ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  PLEASE add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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must be secured! This must be done before the 2020 
election cycle. If you cherish our democracy you will begin 
today to ensure its survival with every means possible.  I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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systems with paper records for recount purposes, we at 
least much go forward with these protections. I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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however, there are still people who go to the polls to do 
there voting. For them and voters everywhere without a 
mail-in option, I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and its robust principles concerning 
software independence, transparency and ballot secrecy.   
Our elections have been subject to cyberattacks, so it is 
imperative that the VVSG also prohibit voting machine 
connection to the Internet. In particular, we should ban 
modems in vote counting machines, both to protect vote 
counts and to prevent changing those counts.  Therefore, 
we urge the Commission to add the following to Principle 
13:   DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
telecommunications infrastructure.'  Eliminating internet 

Richard Werry
werryrichard
@gmail.com

2019-05-24 
16:25:06 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   In light of the well known fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation, as this is an obvious weak 
link.  That said, we urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy!!!!    You want Russia controlling our 
elections?!!!   Given the fact that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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at a regional headquarters. I monitored the data from 8 
radar sites, each one had a radar radius of over 200 miles. 
We used Telco supported lines for all data and phone 
conversations, constantly and were never, ever hacked. 
The United States power grid and the Elections Systems 
could do the exact same thing now. NO CONNECTIONS to 
the internet or any place else. What is the F***ing problem 
with these idiots? It worked perfectly 50 years ago, why 
NOT NOW?  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
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confirmed foreign intervention in our elections!!!  
Therefore, I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy to protect our democracy. it 
is imperative the VVSG prohibit connectivity to the public 
Internet through wireless modems or other means.   We 
want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  I urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.    
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means. * 
It only makes common sense in light of past events. *  We 
want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
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State.  They can'tbe hacked!  Meanwhile I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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hacked.  Voters need to know our votes are counted.  
While the use of paper to check is rather expensive, it 
might solve the problems encountered by hacking, 
especially now we are so vulnerable to it by Russia, China 
and other technically strong countries who benefit now 
from our current administration.  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   It is also critical that the VVSG prohibit 
connectivity to the public Internet through wireless 
modems or other means, both to protect data and to 
prevent manipulation.  I urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
infrastructure.'  Eliminating wireless modems and internet 
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possibly succeed.  I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 



Phillip J Crabill
crab430@m
e.com

2019-05-24 
16:27:58 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to BAN modems in vote counting machines both 
to protect data and to PREVENT MANIPULATION.  
Therefore, we urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure.'  
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, we need to move to 
paper ballots. And every state should be using the same 
voting system.  DATA PROTECTION:   'The Vote By Mail 
system that Oregon has used for years does not use 
wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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Guidelines (VVSG) and commend the necessary  principles 
and guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means  
In other words, keep computer networks out..   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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as essential.  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  Stop trump/collusion/fraud in elections and 
voter suppression.  Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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systems, I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and the recommended robust principles 
and guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative that the VVSG also prohibit connectivity to 
public Internet through wireless modems or other means. 
Please ban modems in vote counting machines both to 
protect data and to prevent manipulation.  We urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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What is just must be done. What is just and undone shall 
take its toll from those responsible, through action or 
through inaction. So it is. So it was. So it always will be. 
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Guidelines (VVSG). I commend the guidelines for software 
independence, auditability and ballot secrecy.   Our 
election systems are being targeted for interference 
through cyberattacks, so it is crucial that the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We really need to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, I urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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country. I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that ouir election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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our broken system. With that said: I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
have been and ARE being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 



J Rhea Farley
jrf8@humbol
dt.edu

2019-05-24 
16:35:43 GMT

          
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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AGAIN! Please!   I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. Stop trump suppression of the 
vote/collusion/fraud re: voting.  Un-American.  Despicable.  
Secure the voting procedure.  Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Our election systems are being targeted for interference 
through cyberattacks, so it is critical the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We need to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  We urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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system of a municipality. They do it all time - but because 
there isn't much there that is interesting, they don't bother 
disturbing anything.   Elections are different. Elections ARE 
interesting - especially to Russians who employ really good 
hackers who can change things like election results in such 
a way, that officials cannot even detect the manipulation. 
SO KEEP VOTING MACHINES OFF THE INTERNET !!  I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Because our election systems are being 
targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit all connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:  'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.  
In particular, we urge the Commission to add the following 
to the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure.'  
Indeed, eliminating wireless modems and internet 
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Paper ballots!!!!!!!!!!!  Given the fact that 
our election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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the draft Voluntary Voting System Guidelines (VVSG), and 
endorse ; the robust principles and guidelines for software 
independence & ballot secrecy, & above all, we find it 
EZXTRMELY IMPORTANT to include   the ability to AUDIT 
VOTING RESULTS via actual paper ballots!   Given the fact 
that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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infrastructure. I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation that has been 
occurring since the Bush presidency.  Therefore, we urge 
the Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   Air-gapped 
computers are the ONLY way to completely assure no 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.  
These systems are also prone to tampering by individuals 
right here in this country, it has happened before and will 
again without immediate action.  We want to ban modems 
in vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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interested in preserving the democracy. It is a must. If our 
elections are not as secure as is possible, our democracy 
will not be secure. It's simply a fact.  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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internet.  Given the fact that our election systems are being 
targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being actively targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks - 
**already for the NEXT elections, never mind those already 
past** - it is **absoLUTEly imperative** the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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the robust principles and guidelines for software 
independence, auditability and ballot secrecy that our 
election system requires.   Given the fact that our election 
systems are being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyber attacks, 
it is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Our election systems are being targeted for 
interference through cyberattacks. It is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   Ban modems 
in vote counting machines both to protect data and to 
prevent manipulation.  I urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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doubt it, but if they do, we should copy their security.  I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   It is a fact that our election systems are 
being targeted for interference through cyberattacks, 
which makes it imperative that the VVSG must also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 

theresa kristal

theresa.krist
al@yahoo.co
m

2019-05-24 
16:48:04 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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machines.  Here is the petition letter:   I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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remains, under dire threat. We must take all actions 
necessary to fully protect voting against all forms of 
interference.   I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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compromise these systems, in a public demonstration, IN 
LESS THAN 5 MINUTES!!!   I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the important principles 
and guidelines for software independence, audit ability and 
ballot secrecy.   We all know that our election systems are 
being targeted for interference through cyber attacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Computerized voting is very risky by itself, and attaching 
computers to a network is inviting disaster  Mechanical 
voting machines are far more secure.  Even paper ballots 
are more secure  Computerized untraceable voting is a 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   And having been hacked and working for 
major corporations with all the bells and whistles who have 
STILL been hacked and having worked elections and seen 
the confusion and inability for multi-million dollar systems 
to operate cohesively... MY opinion is we need a REAL 
paper trail and NO internet access.  Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  How many 
people, businesses and/or organizations do you know that 
have been hacked?  Many, I'd guess.  Well, voting machines 
aren't immune to hacking anymore than anyone else; in 
fact, they're likely more susceptible to it (bigger rewards).  
Ideally, paper ballots will become the 'new' voting method, 
along with bipartisan-observed manual counting.  
Therefore, we urge the Commission to add the following to 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to ADD THE FOLLOWING to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  The Free 
Press in Columbus, Ohio has reported numerous voting 
irregularities in the State since 2000. Many of them had to 
do with the electronic transfer of data in very unusual 
ways.  Therefore, we urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is IMPERATIVE the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
should be cast on paper ballots and all elections should be 
audited by manually counting a sample of the paper 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we ask the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   As someone who has examined the risks of 
computerized election systems since 2004, it is crucial for 
the commission to ignore ALL vendor claims of security and 
listen to independent computer security professionals for 
setting security standards for election systems.  I have 
documented false claims by vendor representatives 
regarding election equipment security since 2004.  Given 
the fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 

Kris Pederson

kristinpeders
on@hotmail.
com

2019-05-24 
16:57:20 GMT

         
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  Given the fact that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
t o any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Our democracy is being threatened by 
outside countries sowing discord and dividing our 
population.  We need to be assured that our voting system 
is not compromised.  We want to ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
infrastructure.'  Indeed, eliminating wireless modems and 
internet connectivity will not guarantee our voting 
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friends. (TAO)  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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elines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 

Carol Knutson
casa1909@a
ol.com

2019-05-24 
17:00:56 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means. 
Any precinct found to have allowed internet access to their 
machines must be required to redo their vote with paper 
ballots.  We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyber attacks, 
it is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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vigilance. I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG), with its vital guidelines for software 
independence, auditability and ballot secrecy.   Since we 
have known for the past 2 or 3 years that American 
election systems are ALL being targeted for interference 
through cyberattacks, and in fact have already been 
attacked (sometimes successfully) multiple times, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
Modems should be banned in vote counting machines both 
to protect data and to prevent manipulation. That is just 
common sense.  Therefore, we urge the Commission to 
add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 

Merrian Bianculli
merribianc@
gmail.com

2019-05-24 
17:02:38 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the principles and guidelines for 
software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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democracy. It seems to me  that even paper ballots are 
much superior to something that can be hacked by foreign 
(or domestic!) enemies.   I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Voting System Guidelines) that is currently in the draft 
stage, but with ONE ADDITION under Principle 13.  It 
should basically read:   DATA PROTECTION:  'The voting 
system does not use wireless technology or connect to any 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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GUIDELINES. I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
should be cast on paper ballots and all elections should be 
audited by manually counting a sample of the paper 
ballots, but this guideline is essential while we still use 
voting machines. We are here to raise our voice now and 
we will. We need better and safer voting machines. We 
need to make sure the votes count. We need to make sure 
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tampering? I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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voters in demanding that as our Constitutionally SWORN 
public representative, you publicly support the draft 
Voluntary Voting System Guidelines (VVSG).  Further, 
together as citizen-voters we demand that you commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   It is 
empirically well documented that our democratic election 
systems are being targeted for interference through 
cyberattacks. Therefore, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   Together with the 
greatest majority of American citizen-voters, we demand 
that you sponsor and publicly support  banning modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Especially important is a voter-verifiable 
paper trailâ€”a 'bubble ballot' which is filled-out by the 
voter, inserted into a scanner (which verifies that all fields 
are properly filled-in) and then drops down into a secure 
lock box.  Given the fact that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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safe and reliable voting for every single American, I strongly 
SUPPORT the draft Voluntary Voting System Guidelines 
(VVSG) and COMMEND the robust principles and guidelines 
for software independence, audit-ability and ballot secrecy.   
Given the fact that our election systems are now being 
targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit all connectivity to the 
public Internet through wireless modems or other means.  
This is critical, because this is where the interference 
comes from.  It is critical that we ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy....but I donâ€™t think it goes far enough.   
Since our election systems are being targeted for 
interference through cyberattacks I feel paper ballots, with 
election board officials manually counting the ballots, 
eliminates that problem.   My experience with software is 
that even when we work hard to achieve perfectly running 
systems there are glitches. So having thousands of 
machines offers thousands of problems. And thatâ€™s 
without deliberate interference from outside sources trying 
to control outcomes.   It would also even out reporting the 
returns; eliminating  the west coast perception of the 
election has been tallied and decided before theyâ€™ve 
even voted.   Yes, it would take longer for the returns to be 
available, but with less chance of errors people will feel 
better about the process. Quality takes time and patience.  
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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of voting machines.  I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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for interference through cyberattacks, it is imperative the 
VVSG prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
vulnerable to being manipulated, it is imperative the VVSG 
also prohibit connectivity to the public Internet through 
wireless modems or other means.    It is also necessary to 
have paper ballot back ups to verify the vote and have 
independent citizen groups to verify the vote publicly.   We 
want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We need to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we demand that the Commission add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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the GOP need voting machines as unsecured as possible so 
Putin and others can help them get elected. Now if only the 
few Real Patriot Republicans that are left in the party 
would actually get a backbone and stand up for American 
Democracy.   I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
Furthermore, all stored data and communications must use 
the strongest current encryption standards.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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both to protect data and to prevent manipulation.  
Therefore, we urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure.'  
Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines 
can'tbe manipulated or hacked through corrupted USB 
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vjpatti5@gm
ail.com

2019-05-24 
17:23:18 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the  principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   The most 
secure system we currently have is plain old paper ballots. 
But given the fact that our election systems are being 
targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.'  'That is why 
ultimately all votes should be cast on paper ballots and all 
elections should be audited by manually counting a sample 
of the paper ballots, but this guideline is essential while we 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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(VVSG) and commend robust guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We should ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 



David Crocker

david.crocke
r727@gmail.
com

2019-05-24 
17:28:19 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Mitch McConnell or machines in Kentucky at all. I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means. 
As I'm sure you recognize, the Internet is woefully insecure.  
Also, modems should be banned in vote counting machines 
both to protect data and to prevent manipulation.  
Therefore, we urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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prevent cheating. BECAUSE to trust at this stage is to invite 
further DISASTER & risk national security. I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   This is critical groundwork, before we 
remove the influence of gerrymandering, and the electoral 
college.  Given the fact that our election systems are being 
targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Voting System Guidelines (VVSG.  We need the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Our election systems are 
being targeted for interference through cyberattacks and it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
I urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation. It makes no 
sense to provide that sort of easily hacked access to our 
votes.  Therefore, we urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  In addition, 
all electronic vote counting must be banned in favor of 
paper ballots read by standalone machines (and every 
ballot in case of a recount should be read by a machine 
that has been locked up and not used or accessed since the 
pre-election testing period).  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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responsibility you assumed when you chose to serve on 
this Commission.    Please pass the guidelines that will 
provide that protection.  Keep integrity in voting.  We want 
to ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, audit-ability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
This is a frightening situation. ALL Americans should be 
supporting this!  We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  The internet is NOT SECURE, it was never 
meant to be secure when it started as Darpanet.  If you 
don't believe me, go to ieee.org, the largest computer 
science and electrical engineering professional organization 
in the world.  They insist that any voting machine generate 
a hard copy for each ballot cast, and that consolidation 
results be transmitted the 'old fashioned way', before the 
internet.  So it takes a few more hours to compile the vote, 
but the vote is secure, and if there is any question, a hand 
recount is possible.   Given the fact that our election 
systems are being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
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you fail to make this a priority.   I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 

Alec and  
Sandy McDougall

alecsandym
@gmail.com

2019-05-24 
17:40:30 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and approve of the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given we know that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We need to ban modems in vote counting machines, to 
protect data and prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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being a huge threat every day, isolating voting systems 
from online threats is beyond obvious. The public knows 
that the most adept hackers are associated with anti-
American governments (Russia, North Korea, Iran) who are 
already active in attacking the USA.  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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NOW! If you dont think this is an important issue please 
read the Constitution.  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems and other forms of data 
connection in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or any wired connection to any 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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our democracy? I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Voting machines must be required to print 
a paper ballot the voter can verify before placing in a 
secured lock box and voting machines must not have even 
the capability of internet connectivity.  Given the fact that 
our election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines and commend the principles and guidelines for 
software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG prohibit connectivity to the public Internet through 
wireless modems or other means.   Please ban modems in 
vote counting machines to protect data and to prevent 
manipulation so that 'The voting system does not use 
wireless technology or connect to any public 
telecommunications infrastructure.'  Eliminating wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.  
Paper ballot backups make sense.  We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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System Guidelines (VVSG). They provide robust guidelines 
for software independence, ballot secrecy and 
accountability by audit.  Our election systems continue to 
be subject to cyberattacks, making it imperative the VVSG 
also prohibit connectivity to the public Internet through 
wireless modems or any other means.   Banning modems in 
vote counting machines will serve both to protect data and 
to prevent manipulation.  I urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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secure and invincible against any attacks by foreign or 
other powers. Please ensure that no voting machine is 
connected to the internet and thus vulnerable to attack.  
Thank you.   Linda Hansen  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   I believe that this country is in the mess it is 
in because of insecure voting systems and tally machines. 
We need to strengthen the security of these systems. Even 
if it means that there is no way to update or patch the 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Our 
elections have never been more vulnerable and we already 
know that we will be targeted again - perhaps even more 
successfully in 2020. Given the fact that our election 
systems are being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   History is proving that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   ALSO, due to local operators or bad actor 
hackers changing e.g. Candidate A's vote to give it to 
Candidate B... etc. - GOT TO HAVE PAPER BALLOTS FOR 
2020, SO PPL CAN CHECK HOW THEY VOTED AGAINST THE 
PAPER BALLOT !!!   SO THEY  CAN PROVE, in any recounts - 
THAT THE VOTING MACHINE AND THEIR PAPER BALLOT 
MATCHED OR DIDN'T MATCH !!!!!   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
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the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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machines that work but not ones that are connected to a 
national internet system!   I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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know how shaky the whole system is. Please see to its 
improvement.  I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation. PLEASE! 
Therefore, we urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure.'  



Sarah Wiseman
srwisema@ill
inois.edu

2019-05-24 
17:59:23 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is absolutely imperative the VVSG also prohibit connectivity 
to the public Internet through wireless modems or other 
means.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we strongly urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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voting systems. I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
Ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we strongly 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   I strongly recommend voting by mail as we 
do in Oregon.  It works wonderfully!!!!!!!  Given the fact 
that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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obvious, I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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our voting system!  I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 

KATHLEEN LEWIS
momwums
@gmail.com

2019-05-24 
18:06:29 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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INTERNET.  STOP THIS RECKLESS RISK!!!!!  I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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(VVSG) and commend the principles and guidelines for 
software independence, auditability and ballot secrecy.   
Because we know that our election systems are being 
targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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your time, regarding the power of one vote.  My ancestral 
uncle was Caesar Rodney, the American patriot who rode 
70 miles on horseback through a savage late night storm, in 
order to cast the one essential missing vote for American 
independence.  He was dying of cancer, his disintegrating 
face wrapped in bandages. But he rode without stopping 
through the night. And the vote was cast. He added his 
signature to our Declaration and we became a free nation--
of, by and for the PEOPLE.  That is the power of one vote. I 
have always cast my own with great care, knowing the 
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(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, I see it as imperative 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Our election systems are being targeted by 
cyberattacks. it is imperative the VVSG also prohibit 
connections to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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interfering in the US elections is terrifying to me. It's like 
something out of a sci-fi novel. We must do anything in our 
power to stop this interference. I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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from pursuing and prosecuting voter suppression, 
correcting gerrymandered districts, and protecting the 
actual voting process.  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
Diebold manages to make bank transactions secure 
electronically and give a paper receipt without being 
internet connected, why can't they make this happen with 
our votes??  Also, with many languages in a community, 
why not print ballots separately in the separate languages?  
Putting them all on one ballot makes the ballot 
cumbersome and difficult to get through.  People would 
know when signing in what language they prefer, and 
wouldn't be changing languages mid-vote, so I don't 
understand why they all have to be on one.   We want to 
ban modems in vote counting machines both to protect 
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government. Our Democracy is threatened at its very core- 
our voting system and the orange anarchist in the White 
House is Putinâ€™s Puppet. This must STOP.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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and commend the robust principles and guidelines for 
software independence, auditability and ballot secrecy.   I 
demand VVSG also prohibit connectivity to the public 
Internet through wireless modems or other means.   We 
cannot allow modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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DEMOCRACY.  Support the draft Voluntary Voting System 
Guidelines (VVSG), and the robust principles and guidelines 
for software independence, auditability and ballot secrecy.
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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in states like Oregon have proven that helps.  I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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for US. NOT for one man, Party or agenda.  As an over four 
decade rural, voting American I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   In 
agreement with the Daily Kos framing: â€œGiven the fact 
that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means...  
National Vote by Mail would INSTANTLY SOLVE this 
potential issue.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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project analyzing the voting systems in some Southern 
California counties. The most impressive system we studied 
was that of Riverside County.  The only electronic aspect in 
this system was the (unofficial) reporting and backup of the 
results as they were relayed from the various precincts to 
the central computer in the city of Riverside.  The ballots 
were large sheets of newsprint with the choices indicated 
by big round black ink dots as the votes were cast.  These 
ballots were counted by hand by the precinct workers.  
These were the official documents. They were then 
electronically scanned and the ballot choices were 
recorded on punched paper tape as backup and were also 
transmitted electronically to the city computer.  The only 
reason for the system outside the paper ballots was so that 
the results could be backed up and could be transmitted 
real time so the results could be tracked real-time on TV. 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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elections.  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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no tampering by international or national actors. Every 
vote counts. Please update our security, especially NO 
INTERNET CONNECTIVITY. I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. Paper voting works the best-too bad many 
states aren't using this system!!!  Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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opinion. Everything possible should be done to insure this 
most basic right. No expenses should be spared in doing so. 
I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. I believe in California and hope that you will 
take the lead in updating our systems throughout the state.  
Yes, to paper ballots!  Given the fact that our election 
systems are being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
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voting machines!  I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Since it is an indisputable and unfortunate 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative that the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet *lthrough wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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conscience, I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) that follow robust principles and 
guidelines for election software independence, auditability 
and ballot secrecy.   It appears that our election systems 
are being targeted for interference through cyberattacks, 
so it is imperative the VVSG also prohibit connectivity to 
the public Internet through wireless modems or other 
means.   You should ban modems in vote counting 
machines -- to protect the data from destruction and 
manipulation.  Therefore, I urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology nor use any means of connecting with public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
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hand if it's found that voting machines have been 
tampered with in any way.  Further, I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditing,  and ballot secrecy.   Given the fact 
that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, l urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 

Lee Hakel
lhakel@gmai
l.com

2019-05-24 
18:30:00 GMT

         
voting machines, not linked to the Web.  And a paper trail 
is absolutely necessary.
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.  
Allowing the GOP to smie upgrading security for viring 
machines us qlliwing undermining demicracy and alloing 
hostile governments to control our elections.  Stop putting 
party over county.  Old white men will lose regardless in 
the end.  We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
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critical that our voting machines not be vulnerable.  I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG), and the robust principles and guidelines 
for software independence, auditability and ballot secrecy.  
Please ban modems in vote counting machines, both to 
protect data and to prevent manipulation.  The 
Commission should add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election ðŸ—³ 
systems are being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
should be cast on paper ballots and all elections should be 
audited by manually counting a sample of the paper 
ballots, but this guideline is essential while we still use 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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System Guidelines (VVSG) and to commend the strong 
principles and guidelines for ballot secrecy and keeping our 
(all Americans) voting far away from Internet access.   It's 
pretty clear that America's election systems are targeted  
through cyberattacks by foreign adversaries. Therefore, it is 
vital that the VVSG prohibit ALL  connectivity to the public 
Internet, whether it is through wireless or hard wired 
means.   We must ban 'modems' (wireless connections) in 
vote counting machines, both to protect intercepting data 
and to prevent manipulation of that data.  Because of this 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, 
and the current administration refuses to do anything to 
secure them, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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protection of our election system.  Why is this not a top 
priority for our entire legislature ?   I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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voting process from false press to voting. I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   There is voluminous evidence that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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concerned about fair open elections. I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 

Sandra Heater
sandraheater
@gmail.com

2019-05-24 
18:45:07 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Since Middle School students have been 
able to hack some systems, we know they are very 
vulnerable.  Given the fact that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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reliable!  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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paper ballots.  It may take longer but it is possible to 
recheck the ballots if the results seem fishy.  We need to 
act quickly to regain trust in our elections.    I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  Voters in Oregon already have a safe and 
efficient vote-by-mail system. As a resident of Oregon, I 
vote by mail in all elections, and can check online that my 
vote was indeed counted.  Given the fact that election 
systems elsewhere are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means, except in the case of 
secure inquiries that indicate that a voter's vote has been 
counted.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, I urge the Commission to add the 
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ridiculous and preventable. I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the strong principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through even foreign 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  We urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
infrastructure.'  Indeed, eliminating wireless modems and 
internet connectivity will not guarantee our voting 
machines can'tbe manipulated or hacked through 

Spencer Koelle
42sbkoelle@
gmail.com

2019-05-24 
18:51:33 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   We have enough terrifying security gaps in 
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Guidelines (VVSG) and the robust principles and guidelines 
for software independence, auditability and ballot secrecy 
that they contain.  Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
I want to see modems in vote counting machines banned, 
both to protect data and to prevent manipulation.  
Therefore, I urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure.'  
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Please save our precious democracy!  
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means 
EXCEPT THRU A VPN.  We want to ban insecure modem 
connections  in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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done on paper so the voting can be checked without the 
use of the internet which can be targeted.  J. English  I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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internet for voting machines. I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  This is an 
urgent issue.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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(VVSG) and robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Our 
election systems are being interfered with through 
cyberattacks, and it is imperative that VVSG prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines to protect data AND to prevent 
manipulation.  We urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to ANY public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. As your constituent, I hope you will as well.  
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and very greatly commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, I very strongly 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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secure.  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Communityission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  In fact, we 
should be moving all voting to paper, vote by mail the way 
it's done in Oregon. This is a much more equal and safe 
way to vote.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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must-do action protecting our Election process and 
ensuring accurate voting.  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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and the public will eventually begin to notice this in larger 
numbers.  And then it will be a disaster.  The only 
legitimate reasons any politician or appointed official 
would have to oppose improving our election security and 
oversight are (A) that they are actually working against 
America's interests and/or (B) they plan to cheat and 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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that votes.   Tampering with this process has already 
happened, and there is great future risk without cyber 
security.  Therefore, I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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less vulnerable than modern technology.  And in 'keeping 
up with the time' it appears we need to move forward by 
embracing a system not lined to computers.. I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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franchise. Today the challenge to this principle is greater 
than ever before given the power and corruptibility of the 
internet.   I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks 
and our systems are way old and disfunctional, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we fervently and strongly urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   My state, Oregon, uses mail-in paper 
ballots so we have a lot of the problem taken care of.  
Other systems in the US are being targeted for interference 
through cyberattacks, so it is imperative the VVSG take 
action to block these attacks evenmore strenuously than 
now exists.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 

Martha King
gpwitd1@g
mail.com

2019-05-24 
19:30:14 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative to also prohibit connectivity to the public 
Internet through wireless modems or other means.   We 
want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Sometimes the old fashioned way is best.  I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines.   However, since our election systems are being 
targeted for interference through cyberattacks, the VVSG 
must also prohibit connectivity to the public Internet 
through wireless modems.   Until we have the means to 
prevent hacking, we want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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the voting system????I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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matter or that they are being hacked, we WON'T VOTE. 
Secure our voting system and have a mandatory paper 
back-up of EVERY state's system.  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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backup during the months prior to the election and at 
voting sites on election with verification that numbers have 
not been depleted electronically happening on a regular 
basis.  Russia has removed voter names in other countries 
so we must plan that they cannot victimize our voters.  
Their goal is not to help one party, but to create chaos and 
lose of faith in our election system.  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  This is a strong stand for preserving our 
democracy.  Given the fact that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 

Judith and 
Lester Hoyle

jalh2@fronti
ernet.net

2019-05-24 
19:46:09 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   In addition, as extremely satisfied residents 
of Vote-by-Mail state Oregon, we highly recommend 
adopting Oregon's system to protect the Vote by providing 
tangible paper records. We are well aware through the 
media that the Russians are already trying to hack next 
year's election. WHY ALLOW OUR SWORN ENEMY TO 
CONTROL OUR DEMOCRATIC PROCESS? WHY HAND 
RUSSIAN OLIGARCHS CONTROL OF OUR COUNTRY??  Given 
the fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
should be cast on paper ballots and all elections should be 

Larry L Barlet
amazingband
itt@ptd.net

2019-05-24 
19:48:39 GMT

       
VOTES TOTALY!!!  I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means. 
After that last presidential election, where we 
'miraculously' wound up with a president who was not 
elected by a majority vote, it's painfully clear we need to fix 
our system.  We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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security communication are fully aware that THE INTERNET 
IS NOT PROTECTED!   That is why I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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important step is to have no internet connection to voting 
machines. We also need paper ballots for all states to 
enable reliable recounts and the ability to check results.    I 
support the Voluntary Voting System Guidelines (VVSG) 
and commend the robust principles and guidelines for 
software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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we rejected the electronic machines that are subject to 
tampering and leave no paper trail. Instead we use paper 
ballots where they can be counted (and re-counted if 
necessary.  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means 
we want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.  
Itâ€™s imperative that our voting systems be absolutely 
secure and ensure a paper backup in case of recounts and 
interference by bad actors either foreign or domestic   We 
want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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dies.  The Russians, the Chinese, Donald Trump, 
Republicans and others are intent on destroying our way of 
life by undermining the institutions we hold dear, including 
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THESE STUPID EXPENSIVE ELECTRONIC VOTING MACHINES 
AND IN ALL ELECTIONS USE HAND MARKED AND HAND 
COUNTED PAPER BALLOTS!  CANNOT BE HACKED AND 
NEVER CRASHES!  VOILA!  SECURE ELECTIONS!  I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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evidence points to them doing this again and again.  That is 
why I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence (publicly owned), 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 

Cuer W Foltz
foltzc@mars
hall.edu

2019-05-24 
20:15:31 GMT

       
ignore the real threats to any systems that have capability 
to connect to the internet.  Even an 'isolated voting system' 
can be manipulated, if the ballot-editing (layout) device 
was online - ever - or reads a USB that was.  We know that 
our national and state elections will be targeted, from now 
on, so the VVSG must also prohibit connectivity to the 
Internet, (especially via wireless modems).  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   It is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.  We want to ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
infrastructure.'  Indeed, eliminating wireless modems and 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the FACT that our election systems 
are being targeted for interference through cyberattacks, it 
is absolutely IMPERATIVE the VVSG also PROHIBIT 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to PROTECT data and to 
PREVENT manipulation.  Therefore, we URGE the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in voting and in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   (I actually like the Mail In Ballots that we 
use in Oregon best. They provide a good auditable trail.)  
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines â€” 
both to protect data and to prevent outside manipulation.  
Therefore, we urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure.'  

Warren Land
w.todd.land
@gmail.com

2019-05-24 
20:31:24 GMT

       
(VVSG).   Our election systems are targeted for interference 
through cyberattacks. The VVSG must also prohibit 
connectivity to the public Internet through wireless 
modems or other means. Ban modems in vote counting 
machines both to protect data and to prevent 
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vote? I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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method of preventing outside distortion, I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, audibility and ballot secrecy.   Given the fact 
that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   In any case, it 
is necessary to ban modems in vote counting machines 
both to protect data and to prevent manipulation.  
Therefore, we urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
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should be audited by manually counting a sample of the 
paper ballots, but this guideline is essential while we still 
use voting machines.  Thank you for your consideration of 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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worked in the tech industry for 35 years. I KNOW we need 
secure paper balloting - that is why I have been voting by 
mail for over 10 years. There has to be a secure path to 
download election results to central locations.   I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
should be cast on paper ballots and all elections should be 
audited by manually counting a sample of the paper 
ballots, but this guideline is essential while we still use 
voting machines.  The Democratic Party is in a unique 
position in history.  With the power of impeachment, the 
Demâ€™s can stop & reverse the damage the 
administration of #45 has done. Impeach #45 for his many 
crimes. Impeach Pence because he was aware of every 
crime committed by administration members. Impeach the 
entire current Cabinet. If not on incompetence, for trying 
to destroy the agencies they head. Impeach all diplomatic 

Warren Music
afm118@gm
ail.com

2019-05-24 
20:39:32 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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voting systems. I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability, and ballot secrecy.   
Given the fact that our US election systems are being 
targeted for interference through cyberattacks, it is beyond 
imperative the VVSG also prohibit connectivity to the 
worldwide public Internet through wireless modems or 
other means.   We want to ban modems in all American 
vote counting machines, both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
â€œDATA PROTECTION:   The voting system does not use 
wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
guarantee our US voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks, or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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election protection a number of times in Massachusetts 
and New Hampshire.  I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability, and ballot secrecy.   Given that our election 
systems are being targeted for interference through 
cyberattacks, it is imperative the that VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   Hacking an entire election is all 
too easy.  Think Ken Blackwell and that other baneful guy 
shutting down Blackwell's Secretary of State election feed 
for a few hours; feeding the results through their computer 
in Kentucky; and throwing Ohio for Bush in 2004.    We 
want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Therefore, I urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, audit ability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyber attacks, 
it is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
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I strongly support the draft Voluntary Voting System 
Guidelines (VVSG)
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 

david Ostwald
dostwald@at
t.net

2019-05-24 
21:03:06 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   The only way to truly secure our voting 
process is that all votes should be cast on paper ballots and 
all elections should be audited by manually counting a 
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I strongly support Hand Marked hand counted paper 
ballots  anything less and you are a traitor
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cyber-attacked! We MUST NOT ALLOW THIS to continue if 
we want our democracy to endure.  Therefore, I strongly 
support the draft  VOLUNTARY VOTING SYSTEM 
GUIDELINES (VVSG)  that promotes >>> SOFTWARE 
INDEPENDENCE  >>> INDEPENDENTLY VERIFIABLE AUDIT 
OF SOFTWARE  >>>TOTAL BALLOT SECRECY >>> NO USE OF 
OR CONNECTION TO PUBLIC WIRELESS SYSTEMS    It is 
ESSENTIAL that the VVSG  PROHIBIT CONNECTIVITY to the 
public Internet through wireless modems or other means. 
There is simply no way to secure these connections 100%.  
There should be NO VOTE COUNT VIA MODEM in vote 
counting machines to protect data and to prevent vote 
manipulation.  Therefore, we urge the Commission to ADD 
the following to the GUIDELINE UNDER PRINCIPLE 13:   
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sakes please secure and protect our voting. Keep 
democracy alive and strong!  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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election based upon the last election interference. We 
cannot allow ANY outside governments to be involved.   I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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free of interference! I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
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(VVSG) and commend the robust principles and guidelines 
for software independence, auditability, and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 



Kenneth Copenhaver
copenhvr@g
mail.com

2019-05-24 
21:25:07 GMT

       
to the internet are simple, effective ways to isolate voting 
machines from the worst threats of interference with 
election results.  The next step is to have a paper backup 
for auditing purposes and to use in the event of a recount 
and machine failure.***  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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internet.  This is basic computer security - internet systems 
are not secure.  I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Mitch doesn't care if we are cyber 
attacked, but the rest of our country does!  We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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(VVSG) and the robust principles and guidelines for 
software independence, auditability and ballot secrecy.   
Prohibit ballot connectivity to the public Internet through 
wireless modems or other means.  Ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  Add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Eliminating wireless 
modems and internet connectivity will not guarantee our 
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our voting systems. I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
should be cast on paper ballots and all elections should be 
audited by manually counting a sample of the paper 
ballots, but this guideline is essential while we still use 
voting machines.  Thank you for your consideration of this 
update to the latest set of guidelines.  We have a world 
wide Fascist Corporate Coup, (Kleptocracy) that my father 
Fight to defeat all  the way through the South Pacific during 
WWII! He joined the navy at the age of fifteen, after Pearl 
Harbor. These fascist have taken over our government, as 
well as virtually every ally we had at the time, with money, 
not weapons! ðŸ˜¢  Our President, the new CEO, of the 
corporate coup of our country is a fascist Kleptocrat! The 
heads of our two corporate partyâ€™s, are actually 
supporting this intrenched fascist corporate coup! ðŸ˜¢ 
Knock knock on your heads!ðŸ˜¢  Incumbent Democrats 
are stonewalling we the people as much as Trumpâ€™s 
comrades. Will the incumbent Democratâ€™s move on to 
impeachment of Barr? Will the incumbent Democratâ€™s 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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will make them too likely to be hacked. I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that OUR election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we DEMAND the Commission add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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be protected from our enemies who want to destroy us.  
Every state must protect its voting systems.  I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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reason, I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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reason, I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG). Given that our election systems are 
being targeted for interference through cyberattacks, and 
in order to both protect data and prevent manipulation, 
the VVSG must also prohibit connectivity to the public 
Internet through wireless modems or other means.   
Therefore, we urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure.'  
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend you on the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.  It is urgent to protect our 
democracy - itâ€™s bad enough with all the 
gerrymandering and dirty tricks candidates are using!  
Given the fact that our election systems are being targeted 
by the Russians and others for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 



Carl Finkbeiner

thefinkbeine
rs@hotmail.c
om

2019-05-24 
22:09:46 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission PLEASE!!! to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure.'  
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let alone a protecter of the Constitution - it is imperative 
we donâ€™t let foreign governments steal our vote!!!  I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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system yet? That should be a top priority.  I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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2016, our election officials need to be super-concerned 
about 2020. Only auditable hand-marked paper trail ballots 
are truly secure (and none of that hanging chad shit 
either!).  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. Not so sure voluntary is the way to go on 
this issue. We have been seeing multiple problems with the 
voting machines over the past several decades. If we are to 
have an actual functioning democracy we must have secure 
elections.  Given the fact that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is absolutely imperative the VVSG also prohibit connectivity 
to the public Internet through wireless modems or other 
means.   It is mandatorily essential that the American 
government ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, I 
very strongly urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system must not use wireless technology or 
connect to any public telecommunications infrastructure.'  
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation. It's just 
common sense.   Therefore, we urge the Commission to 
add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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for interference through cyberattacks, it is imperative the 
Voluntary Voting System Guidelines  also prohibit 
connectivity to the public Internet through wireless 
modems or other means. There should be bans on using 
modems in vote counting machines both to protect data 
and to prevent manipulation. Also, please add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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Mitch McConnell and other GOP cronies are thrilled that 
outside influences and countries were able to affect the 
2016 elections in their favor.   WE, the American people, 
whom everyone in Washington D.C. work for (in case you 
forgot!!!) MUST protect our democracy and voting 
systems.  In spite of the current corrupt system that those 
who are 'running the show' are supporting - OUR RIGHTS 
are at stake. We will not simply stand by, shut up and let 
ANOTHER election be hijacked via corrupt methods and 
cyber attacks....and more.  ENOUGH!!!  I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Our election systems are being targeted for 
interference through cyberattacks. For the health and 
indeed survival is democracy it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We must protect data 
and prevent manipulation. Or betray the ideals and spilt 
blood of centuries of struggle to create the now-toppling 
beacon of hope we became for hungry and scarred victims 
of authoritarianism around  the world.   Therefore, we urge 
the Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Eliminating wireless 
modems and internet connectivity wonâ€™t guarantee 
voting machines can'tbe manipulated or hacked through 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability, and ballot secrecy.   
Russia has already made it known that they plan on 
targetting our election systems for even more interference 
through cyberattacks. It is imperative the VVSG also 
prohibit connectivity of our election systems to the public 
Internet through wireless modems or other means.   We 
need to ban the use of modems in vote counting machines 
both to protect data and to prevent manipulation.  Because 
of these very real issues, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.  
Quit sabotaging our right to vote. What you think is not 
always the will of the people. This is supposed to be what 
makes the USA great. Don't you agree?   Thank you. Rich 
Landini   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Voting System Guidelines (VVSG) and I commend the 
robust principles and guidelines for software 
independence, auditability, as well as ballot secrecy.   OUR 
election systems ARE being targeted for interference 
through cyberattacks!! It is an imperative that the VVSG 
will also prohibit ANY connectivity to the public Internet 
through wireless modems or trough any other means!  BAN 
modems in vote counting machines . . . Both to protect 
data AND prevent any manipulation!!  I plead for this 
Commission to add the following to the guideline under 
Principle 13:    DATA PROTECTION:   'The voting system 
does not use wireless technology or connect to any public 
telecommunications infrastructure.'    Though the fact that 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We believe it is necessary  to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. KEEP RUSSIA OUT OF OUR ELECTIONS! !!  
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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matter where you stand on the political spectrum.  Can we 
keep our democratic process safe and invest/keep our 
process strong?  I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secretaries cy.   Given the fact that our election 
systems are being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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of the internet.  Voting should be entirely disconnected. 
Results could be sent in by FAX (that's what the Pope uses!) 
or other method separate from a constant internet 
exposure.  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  PAPER BALLOTS, as a back up, WOULD BE 
GREAT, TOO!  Given the fact that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Bannon's direction.  Fix the 2016 mistakes before another 
Trump executive gives voting data to Russia.   You must be 
the fire-wall that stops US democracy from becoming a 
nazi inspired dick tatored nation, filled with right-wing, gun-
toting white terrorists.  You must fix this treasonous take-
over from oligarch money now.    I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to ADD THE FOLLOWING TO THE 
GUIDELINE under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Because our election systems are being 
targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Or, as we have in Washington State, do 
away with voting at polling places and using machines, by 
everyone having he opportunity to vote by mail.    Given 
the fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  Everything dealing with our voting is a 
scam. The Reason for all these problems is that you must 
truly understand the Truth, Trump has been Compromised 
by Russian Influence. Given the fact that our election 
systems are being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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elections if our voting machines are not secure?   I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.    
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG). The robust principles and guidelines for 
software independence, auditability and ballot secrecy are 
crucial for our country's elections..   Our election systems 
are being targeted for interference through cyberattacks, 
so it is imperative the VVSG also prohibit connectivity to 
the public Internet through wireless modems or other 
means.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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machine interferences!  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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election should make it clear that needs to go as well as 
gerrymandering.  I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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at polls, we already have a serious problem with our 
elections.  Hopefully the draft Voluntary Voting System 
Guidelines (VVSG) will help, and the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy swill be exactly what's needed.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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penetrate it and do damage.  2. We never connected our 
voting machines to the web before, and all votes were 
counted accurately, with no chance of outside 
interference.  3. We know that our country's enemies will 
try to disrupt our election.  4. So WHY WOULD WE HELP 
THEM by making our voting systems accessible to them??  I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
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Guidelines (VVSG) and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   Therefore, we 
urge the Commission to add the following to the guideline 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, I 
am requesting that the Election Assistance Commission to 
add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation. We have 
known about these problems for years and you haven't 
acted so please do now.   Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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hack the vote so he and GOP supporters win by cheating. . 
This should terrify everyone.    I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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wrong, so un-American, even if it got your candidate in the 
White House.   I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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for interference through cyberattacks, it is imperative the 
VVSG  prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'      Please 
look at the voting system utilized by us dummies in Iowa.  
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security of their voting systems. I am losing trust in the very 
foundation of our democracy, with is FREE AND FAIR 
ELECTIONS!  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohmibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Americas enemies.   I appeal to you to supplement the 
excellent VVSG with a ban on internet connectivity through 
wireless modems or other means.   Obviously. this is a 
stopgap measure; we all agree that voting machines can be 
manipulated or hacked through corrupted USB sticks, 
insider attacks or supply chain corruption. Nonetheless, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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hard to insure the integrity of the election. We need you to 
do your part also!  I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
should be cast on paper ballots and all elections should be 
audited by manually counting a sample of the paper 
ballots, but this guideline is essential while we still use 
voting machines.  Thank you for your consideration of this 
update to the latest set of guidelines.  Trump and Pence 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is IMPERATIVE that the VVSG also PROHIBIT CONNECTIVITY 
to the public Internet through wireless modems or other 
means.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   It is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
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Guidelines (VVSG) and the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Since our election systems were and are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted  through cyberattacks, it is imperative 
that the VVSG also prohibit connectivity to the public 
Internet through wireless modems or other means.   We 
need to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology nor connects to 
any public telecommunications infrastructure.'  Eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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internet. Accurate counts of votes is too important to trust 
to the internet.  I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 

Nancy Balogh
nbalogh@ve
rizon.net

2019-05-25 
02:21:39 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Because our election systems are being 
targeted for interference through cyberattacks, the VVSG 
must prohibit connectivity to the public Internet through 
wireless modems or other means.   We have to ban 
modems in our vote-counting machines to protect data 
and to prevent manipulation.  I urge the Commission to 
add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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BROUGHT TO US BY THE CHENEY REGIME AND 
HALIBURTON, THERE WILL BE NO DEMOCRACY.  LOOK AT 
WHO'S IN OFFICE!? CASE IN POINT. I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
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long enough. that's whyI strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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because you can't hack a paper ballot. They should all be 
successively numbered so we'll know if any are missing.  
We also should invite the U N to monitor our 2020 
elections because I do not trust this administration to keep 
Russia or any other hostile foreign nation from hacking our 
election. The trump white house has refused to protect us 
from Russian interference in our election. All funding has 
ceased. So the U N should step in I believe. Otherwise, I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   May I remind you that just recently an 11 
year-old girl switched votes on a typical voter machine in 
ten minutes? Please do whatever you CAN do to make sure 
our precious democracy isn't compromised, or sold down 
the river.   Given the fact that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We need to ban wireless modems, and all other wireless 
connectivity, in all voting systems, both to protect data and 
to prevent intrusion, data theft and manipulation. We also 
need equipment that maintains an auditable record of all 
interactions, including interactions between individuals and 
voting systems, and all connectivity including USB and any 
and all other means of wired connectivity.  Therefore, we 
urge the Commission to add the following to the guideline 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG).  The VVSG should also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   Ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
infrastructure.'  Indeed, eliminating wireless modems and 
internet connectivity will not guarantee our voting 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
+++++We do not want a repeat of the 2016 fiasco in which 
Russia inflicted Putin's Puppet on us.  They are destroying 
our nation without sending a single missile, all because of 
archaic ballots that were easily hacked.+++++  We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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unconscionable.  We endorse the following message.  
Bruce & Mariel Bailey  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means. 
We know this can be a problem from our experiences in 
the previous presidential election.  Let's not 'put our heads 
in the sand'.  Let's move to protect our vote.  We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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(VVSG) and commend the principles and guidelines for 
software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   Please ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, I urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG)!    And commend the robust principles 
and guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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elections systems.  I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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our votes count!! Please support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Our Voting system is being 
targeted for attacks and we must protect it!  It is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative that the VVSG also prohibit connectivity to 
the public Internet through wireless modems or other 
means.   In particular, we need to ban modems in vote 
counting machines, both to protect data and to prevent 
manipulation.  We therefore urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
should be cast on paper ballots and all elections should be 
audited by manually counting a sample of the paper 
ballots, but this guideline is essential while we still use 
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paper balloting like Oregon and Wsshington. I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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election audits. This is the ONLY voting method I trust!!  I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and ask that no voting system which 
registers votes in any Federal or state election be allowed 
to connect to the public internet.  OK, maybe no Trump 
Russia collusion before the fact. Possibly it is even the case 
that actions taken after Trumpâ€™s inauguration are not 
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thieves to steal another American presidential election!  I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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word:  I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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foreign interference is to ensure absolutely no capacity for 
internet connectivity. Any such hardware capacity, 
regardless of how dormant it is left by the manufacturer, is 
an invitation to resourceful computer engineers to alter the 
outcomes of elections.***  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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affect  the  quality  of  life  for  your  family  members  in  
the  future. I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
WE NEED TO GO BACK TO PAPER BALLOTS THAT ARE HAND 
COUNTED BY EACH PARTY TO INSURE CORRECT RESULTS.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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to be connected to the internet, and somehow not think 
that they could be hacked.  That's why I support Public 
Citizens' petition as follows:  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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With so many new developments in electronic technology, 
any electronic voting system must be kept upgraded and 
protected from malicious hacking. I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, 
it's imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Yes, it's 
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controlled by Russian cyber interventions. Instead, I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or any other 
means.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  'All votes 
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for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy... For WE MUST KEEP FOREIGN INFLUENCES 
& POWERS OUT OF OUR ELECTION PROCESS!! THIS IS 
IMPERATIVE FOR THE LIFE OF OUR DEMOCRACY ~ MAKE 
THIS A PRIORITY For Unfriendly Factions Will ALREADY Be 
WORKING On It, (Since Russia PROVED It Could Be Done!!) 
Waste NO Time & Spare NO Expense!!  Given the fact that 
our election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
I would recommend the use of paper ballots and ink pens 
for a start, so that election results can be verified, if 
necessary.  We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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monsters and worse. Connecting any type of voting 
machine is inviting disaster. 'But we know what we're..' no, 
you don't. Stop. Think.  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 

C Caden
ccaden@ms
n.com

2019-05-25 
08:56:30 GMT

        
V S G), which I understand addresses software 
independence, auditability and ballot secrecy.   It is 
imperative the VVSG also prohibits connection to the 
Internet in our voting systems.  Modems in vote-counting 
machines should be prohibited, both to protect data 
integrity and to prevent manipulation.  Please, therefore, 
add the following to the guideline under Principle 13:   'The 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is also imperative the VVSG prohibit vote-tallying systems 
from being connected to the public Internet through 
wireless modems or other means.   We feel that it is 
essential to ban modems that would allow vote counting 
machines to be connected to the internet both to protect 
the data they capture and to prevent manipulation of that 
date.  We therefore urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
I want to prohibit the use of modems in vote counting 
machines both to protect data and to prevent 
manipulation. There is no good reason to include internet 
connectivity in vote counting machines.  Therefore, I urge 
the Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Because 
our election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we strongly urge 
the Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG). We need the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Also, we need to prohibit connectivity to 
the public Internet through wireless modems or other 
means in an effort to prevent hacking. In addition, modems 
should be banned in vote counting machines both to 
protect data and to prevent manipulation.  We urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 

Aurelle Sprout

aurellepainte
r43@gmail.c
om

2019-05-25 
11:49:40 GMT

          
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and support the strong principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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through cyberattacks. it is imperative that the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the other following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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investigations ?   I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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on paper ballots that can be verified. We strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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capture system &. I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
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Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Already has there been 
evidence that the Republicans had called in a dangerous 
and opportunistic cyber-criminal to manipulate the 
probability of the 2016 elections in their favor. Given the 
fact that our election systems are still being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.  We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation in the favor of unsavory 
parties, such as the Trump campaign.  Therefore, we urge 
the Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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Guidelines (VVSG) and the sound principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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System Guidelines (VVSG) We must guarantee software 
independence, auditability, and ballot secrecy.   Our 
election systems in every state are being targeted by  
cyberattacks. It is imperative the VVSG prohibit 
connectivity to the public Internet through wireless 
modems or other means.  We must ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  We urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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systems are I'm opposed to them. But since my legislation 
changed from the damb near unfuckable paper hard copies 
to the vulnerable electronic devices. I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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proud that I live in a state where all votes count because 
we use paper. It has been proven that electronic can be 
changed.  Plus the companies that provide these are 
owned by Republican backed companies.   Please use only 
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our democracy should be THE most important 
consideration right now. If our elections are not secure - 
and until there are FULL investigations, we won't know for 
sure - our country is not secure. This is the bedrock of 
national security. PAY ATTENTION!  We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend its principles and 
guidelines for software independence, auditability and 
ballot secrecy.   In 2016 our election systems were targeted 
for interference through cyberattacks and we can expwct 
the same in 2020.   It is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 

Barry LeBeau
blebeau123
@yahoo.com

2019-05-25 
15:11:46 GMT

          
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are increasingly being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   I think that we 
should ban modems in vote counting machines to both 
protect data and to prevent manipulation. An paper ballots 
however old they are far less corruptible than electronic 
data.  Therefore, I strongly urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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productions of voting software, voting machines and 
guarantees of ballot secrecy.  Adhere to our Constitution 
and amendments - Secure voting rights for all!  I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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must be counted correctly.   I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Our election systems were hacked in 
multiple places during past elections, and are being 
targeted for the next one. It is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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alter our vote count. They already did it once.  I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
ARE being targeted for interference through cyberattacks, 
it is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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for interference through cyberattacks, it is imperative the 
VVSG prohibit connectivity to the public Internet through 
wireless modems or other means.   We must ban modems 
in vote counting machines both to protect data and to 
prevent manipulation.  I urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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hand. Keep electronics out of it.  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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intervention in 2016,   I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   This is the only way to be sure our votes 
are genuinely protected.  Voting systems do not need 
modems.  Adequate pre-election testing can eliminate the 
need for remote access via the internet.  Our election 
systems remain in danger, targeted for interference 
through cyberattacks.  The VVSG must prohibit internet 
access through wireless modems or other means.   We 
want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
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be paper ballots!!!!!!!!!!  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG).  I support their principles and guidelines 
for software independence, auditability and ballot secrecy.   
Our election systems are targeted for interference through 
cyberattacks.  The VVSG must also prohibit connectivity to 
the public Internet through WiFi, or other means of 
connection.   Modems in vote counting machines must be 
banned, to protect data and to prevent manipulation.  As a 
career veteran in cybersecurity, I urge and implore the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Even eliminating WiFi 
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Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  THEREFORE, WE URGE THE 
COMMISSION TO ADD THE FOLLOWING TO THE GUIDELINE 
UNDER PRINCIPLE 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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misdemeanors.â€�  William Barr should be arrested for not 
complying with a Congressional subpoena.  Steven 
Mnuchin should be arrested for blocking the release of 
Trumpâ€™s taxes in response to Congressâ€™ directive.  
Don McGahn should be arrested for failing to testify before 
Congress.  Mueller must testify publically.  He is being paid 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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your ethical obligation to take every step available to 
prevent voter hacking and to ensure integrity and validity 
in our voting system.  I urge you to add Principle 13 to the 
guidelines.  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Therefore, we urge the 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG). I commend its the robust principles for 
software audibility independence, and ballot secrecy.  
Given that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet via 
wireless modems or other means.  I want to ban modems 
in vote counting machines not only to protects data but 
also it works to prevent manipulation.  Therefore, I urge 
the Commission to add the following to the guideline under 
Principle 13:  DATA PROTECTION:  â€˜The voting system 
neither uses wireless technology nor allows voting to 
connect through public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.  Given the fact that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative that the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.  I 
want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, I 
urge the Commission to add the following to the guideline 
under Principle 13:  DATA PROTECTION:  'The voting system 
does not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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undermining our democracy.   I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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I've been alarmed about security of our vote counts. I 
started working with the California Clean Money Campaign 
to obtain publicly-owned voting machines with open 
source code in them.  My fears only increased when I saw 
the results of the DEFCON computer hacking conference 
not long ago, revealing that every voting machine the three 
corporate vendors sell can be hacked to some extent. Since 
we don't know what code they use inside, we can't be sure 
vote counts aren't changed by nefarious actors or even by 
those corporations themselves. I recall that the major 
player in one of them promised to deliver Ohio to George 
W. Bush in 2004.  So I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  All citizens need to feel they can trust the 
voting system and the larger election system to fairly 
represent their choices.  Given the fact that our election 
systems are being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission  to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 

Armchair Activist
info@hijuela.
com

2019-05-25 
20:30:15 GMT

         
and don't believe voting for a single icon along party lines 
will come close to addressing the myriad issues faced by a 
nation-state in a global economy led by mafioso 
kleptocrats.  But for now except for a few nordic and euro 
countries, in the absence of a moderately paid analytic 
board rather than 'leaders' or governors who can't even 
govern themselves, I will support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   It is well-known and documented that we 
cannot trust software independence from hackers 
anywhere in this world.   Given the fact that our election 
systems are being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, it is imperative and a 
matter of obtaining accurate voting results that the 
Commission must add now the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 

S Rand

srandcreativ
e@earthlink.
net

2019-05-25 
20:36:09 GMT

          
influenced (hacked, really) by Putin and who knows who 
else. The majority of Americans feel strongly about this 
issue as well. I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through any number of 
countries cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  It is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:  DATA PROTECTION:  'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
infrastructure.'  Indeed, eliminating wireless modems and 
internet connectivity will not guarantee our voting 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. Given the continuing activity of Russia and 
others to hack our elections, this is paramount.  Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. However, there's one area where these 
guidelines aren't strong enough.  Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We need to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the development of 
robust principles and guidelines for software 
independence, auditability, and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 



Ellen Gachesa

trueromantic
life@gmail.c
om

2019-05-25 
22:34:36 GMT

           
DEMOCRACY!! This is NOT optional!! I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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or all elections.  Of course there should be no connection 
to the internet until 2028.  By then we can establish a 
secure system  I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Who knows how much influence from outside parties have 
hacked it?  I almost want to go back to the days of paper 
votes and local people that I know and trust counting our 
ballots.  But that's looking in the rearview mirror.  So I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.    Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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all eligible Americans  to vote.    Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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absentee so I could have a paper ballot.  In every case,  I 
then delivered that ballot to my polling place on election 
day. Personally,  I think electronic ballots should be 
abolished.   Since that will never happen,  I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, 
and given that many corporations can'teven protect their 
users data from attack, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks 
again, it is imperative the VVSG also prohibit connectivity 
to the public Internet through wireless modems or other 
means.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyber attacks, 
it is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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government interference into our elections - no software 
monopolies, don't let them connect to the internet and 
have paper backup.  Therefore, I strongly support the draft 
Voluntary Voting System Guidelines (VVSG).   And, we need 
to add a ban on modems in vote counting machines both 
to protect data and to prevent manipulation. Add the 
following to the guideline under Principle 13:   DATA 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit any connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:  'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, I 
strongly urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given that our election systems are 
targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit internet connectivity via 
wireless modems or other means.   We need to ban 
modems in vote counting machines both to protect data 
and prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   It is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines NOR ANY COUNTING 
MACHINES can'tbe manipulated or hacked through 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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System Guidelines (VVSG) and you can commend robust 
principles and guidelines for software independence, 
auditability and ballot secrecy to The American People. 
Politicians failed to Educate The People about what 
seventeen U. S. Intelligence Agencies concurred was 
happening. They felt it was such a Threatening Change in 
the 'climate' of international spying they enacted the 
unprecedented tactics of signing a Joint Statement and 
publishing it to Educate The American People. Only thereby 
were We, The People, able to enact tactics in a strategy of 
Self-Defense of representative Constitutional democracy 
against ALL Enemies, Foreign...AND Domestic.  Given the 
fact that our election systems are being targeted for 
interference through ongoing cyberattacks, it is imperative 
the VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. Your work to 
recommend guidelines across America, indeed, 
internationally, could be the difference between 
restoration of representative Constitutional democracy and 
a new form of government much less safe for humanity. 
We, The People, are counting on you.  We want to ban 
modems in vote counting machines both to protect data 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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democracy. It becomes meaningless if people are not 
allowed to register, if districts are manipulated to control 
the result--or if accessible and secure voting technology is 
not universally available and voting results are not 
verifiable by objective sources.  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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particularly true in Pennsylvania where I don't think there is 
any paper backup to the voting machines,    I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 

Rachel Ellis
priestessmwi
tt@aol.com

2019-05-26 
16:15:08 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyber-attacks, 
it is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent -manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed,- 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation. Therefore, we 
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voting in our elections. Right now I do not have trust in our 
election systems. They need to be strengthened. If we do 
not, our democracy falls apart.      I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.      Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   I want to ban modems 
in vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 

Dorothy Wojton
wojton@co
mcast.net

2019-05-26 
19:40:22 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation. Thank you for 
standing for our democracy.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation. GOP you 
cannot win by cheating far too long because when sen 
schumer goes snd we have control of both houses you will 
be toast for your criminalistics  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG)  Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
Ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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(VVSG) and commend the robust principles and guidelines 
for software independence, accountability, and ballot 
secrecy.   Becauset our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.  We should ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, I urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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am concerned that many other people in the country do 
not have such a secure method of voting.  I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.     Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.      
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.    Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:  DATA PROTECTION:  'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'       
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, I 
and others urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure.'  
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyber attacks, 
it is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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government is corruption, incompetence and fascism, not 
government' (Jerome a Paris-- paraphrased)   I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, all 
votes should be cast on paper ballots backups.   Thank you 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability, and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or ANY  other 
means!!!  We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 

Linda Morgan

lindainhawaii
65@gmail.co
m

2019-05-27 
06:58:57 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   With continued Russian interference in our 
elections,  the VVSG  must also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability. and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative that the VVSG also prohibit connectivity to 
the public internet through wireless modems or other 
means.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
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safe seems more critical than ever! I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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provides guidelines for software independence, auditability 
and ballot secrecy.   To safeguard us from interference 
through cyberattacks, it is also imperative to prohibit 
connectivity to the public Internet through wireless 
modems or other means.   Let's ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  Please add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 

Virginia Ramey

ginnyandgar
yr@gmail.co
m

2019-05-27 
19:53:40 GMT

       
attack and not allow any voting machine connections to 
the internet - in all 50 states!!   I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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government to protect us from hackers as long as Trump is 
in office.  We need to feel that our votes are secure.  It's 
obvious that the president will not authorize any 
protection for our voting process.  Do not connect to the 
internet.  We need a fair election.  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, audit  ability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
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unsatisfactory.   I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG), which offers needed software 
independence, auditability and ballot secrecy.   It is 
frightening that our election systems are being hit by 
cyberattacks,   We must prohibit connectivity to the public 
Internet through wireless modems or other means.   Please 
ban modems in vote counting machines to protect data as 
well as to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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2020 election. Therefore, I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyber attacks, 
it is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
WE ALSO NEED HAND MARKED PAPER BALLOTS OR IT IS 
UNCLEAR IF THE VOTES ARE BEING TAMPERED WITH!!   
SUZANNE BENDER MD  We want to ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Since we now know that our election 
systems are the targets of cyberattacks, I hope you will 
expand the VVSG to address this problem. One obvious 
measure would be to prohibit connectivity to the public 
Internet through wireless modems or other means. I hope 
you add a sentence to the guideline under Principle 13, 
something like 'The voting system does not use wireless 
technology or connect to any public telecommunications 
infrastructure.'  This doesnâ€™t entirely solve the problem. 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   To strengthen voting systems against 
cyberattacks, i suggest that the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   I urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
infrastructure.'  Eliminating wireless modems and internet 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, ability to audit 
election results and ballot secrecy.   Our election are being 
targeted for interference through cyberattacks. It is 
IMPERATIVE the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
To ensure correct ballot counts, modems in vote counting 
machines must be banned, both to protect data and to 
prevent manipulation.  We ask the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyber attacks, 
it is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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wireless modems and internet connectivity in voting 
systems.  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. Without assurances that our elections are 
secure, our democracy becomes extremely vulnerable.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.    
Stop the insanity .             We want to ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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towards the candidates I alone select! I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  I am 76 years 
old and have (and still do) voted in every possible election.  
I believe that voting is our responsibility as citizens as well 
as a privilege and the integrity of our voting system must 
be safe-guarded.  Therefore, we urge the Commission to 
add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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independence, auditability and ballot secrecy. Prohibiting 
connectivity to the Internet is also imperative, given the 
cyberattacks on our election systems.  Thank you for your 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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System Guidelines (VVSG), and in support of robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   It is a known fact that the 
United States' election systems are being targeted for 
interference through cyberattacks. Therefore it is 
imperative that the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
The United States must ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  I urge the Commission to add the following 
to the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
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threat of Russia or anyone else hacking into our elections 
helping to elect an idiot as president.  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 

Marta Wood
mhwood2@
uky.edu

2019-05-28 
22:19:44 GMT

        
Guidelines (VVSG) and the call for stringent guidelines for 
software independence, auditability and ballot secrecy.   
Our election systems are being targeted for interference 
through cyberattacks, so it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.  We must ban modems 
in vote counting machines to protect data and to prevent 
manipulation.  I am asking the Commission to add the 
following to the guideline under Principle 13:   DATA 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can'tbe manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
should be cast on paper ballots and all elections should be 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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our democracy now?  I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
Modems need to be banned in vote counting machines 
both to protect data and to prevent manipulation.  
Therefore, we urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure.'  



Wallace Elton
wally.elton@
earthlink.net

2019-05-29 
04:16:01 GMT

          
Guidelines and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Because our election systems are being 
targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We should ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Eliminating 

Tommy B
31tomboyd
@gmail.com

2019-05-29 
12:56:36 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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sensitive data, I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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elections.  We need to be ready for 2020.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 
    Given the fact that our election systems are being 
targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means. 
   We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.
    Therefore, we urge the Commission to add the following 
to the guideline under Principle 13: 
DATA PROTECTION: 
"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet AL 35801
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 
   Given the fact that our election systems are being 
targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means. 
   We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.
    Therefore, we urge the Commission to add the following 
to the guideline under Principle 13: 
DATA PROTECTION: 
     "The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure." MT 59715
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the voting machines on a closed system and protect our 
democracy. I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 IL 60103
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machines should be secure. With past history of foreign 
governments hacking our election system, it is imperative 
that our voting machines not be connected to the Internet. 
I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure." WV 25701
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As a former head of a department that researched wireless 
communications, I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet NY 10512
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I think we need to do everything we can to protect our 
elections; and so far, the VVSG Guidelines would be a good 
start.  I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

WI 53704
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Given the fact that our election systems are being targeted 
for interference through cyberattacks the likes of which 
may have altered the results of the 2016 election, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means. 

We need to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore,  the Commission should add the following to the 
guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't 
be manipulated or hacked through corrupted USB sticks, OR 97306
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Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't 
be manipulated or hacked through corrupted USB sticks, TX 77429
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I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet PA 19456

boyenb@g
mail.com Brenda Boyen 50:56.1



Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't 
be manipulated or hacked through corrupted USB sticks, 
insider attacks or supply chain corruption. That is why 
ultimately all votes should be cast on paper ballots and all 
elections should be audited by manually counting a sample 
of the paper ballots. CA 90403
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Do,your job protecting our,voting system or RESIGN !!!!
We are sick of rigged elections !!!   Shame on you 
politicians !!!!




I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 GA 30534
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FREEDOM & JUSTICE FOR EACH AND ALL!!!
I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet WA 98383
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I am very concerned by the vulnerability of our electronic 
voting systems to malicious attacks by foreign countries or 
groups or individuals that want to skew the results for their 
benefit.  

Therefore, I urge you to require that all votes should be 
cast on paper ballots and all elections should be audited by 
manually counting a sample of the paper ballots. This 
guideline is essential while we still use voting machines. SC 29223
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This is such a NO BRAINER, it seems odd that we have to 
campaign for it.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: "The voting system does not use 
wireless technology or connect to any public 
telecommunications infrastructure." NY 14228
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We the People are sick of rigged elections !!!! 
Fix the damn problem or RESIGN !!!!!!






I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet GA 30534
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I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't 
be manipulated or hacked through corrupted USB sticks, CA 91320



shuff1122
@yahoo.co
m Sharon Huff 52:18.9


#HandMarkedPaperBallots
#BanBarcodes

No wireless modems or remote access
Posted poll tapes and reported results (distinguishing early 
voting vs election day vs. absentee)
Paper voter rolls as backup at the polling places
Begin moving away from proprietary equipment
Vendor background checks
Persuade Congress to pass the PAVE Act (endorsed by 
LWV, Common Cause, the Brennan Center, the National 
Election Defense Coalition, and others)
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foreign interference is to ensure absolutely no capacity for 
internet connectivity. Any such hardware capacity, 
regardless of how dormant it is left by the manufacturer, is 
an invitation to resourceful computer engineers to alter the 
outcomes of elections.***

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or TN 37738
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Vulnerable Voting Machines are absurd.

PROTECT THE CONSTITUTION! NY 10024
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and secure. That's why I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet OR 97080
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our democracy. I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet CO 80231
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I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 
DATA PROTECTION: "The voting system does not use 
wireless technology or connect to any public 
telecommunications infrastructure."

CA 90232
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really thinks it's a matter of national security. The threats 
of hacking to alter vote totals is real.

Thus I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 CA 94706
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MUST take precautions to see that they donâ€™t happen 
again!  I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 DE 19977

christinalou
isebaylis@g
mail.com Christina Baylis 14:52.4

  p        
interference in our elections, this should Mandatory! 
If we fail to take action, we are allowing the American 
voting system to be highjacked yet again by any other 
influential party that has interests in the outcome of an 
election. Whey this is even needing a signature from a 
petition is mind blowing.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or ID 83702
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g    y  y   y,  
strongly support as certainly better than nothing the draft 
Voluntary Voting System Guidelines (VVSG) and their 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Considering that attacks on our election systems have 
already been documented and that it is certain they are 
and will continue to be targets of cyberattack interference,  
the VVSG must also prohibit connectivity to the public 
Internet through wireless modems or other means. 
Modems must be banned in vote counting machines to 
prevent their manipulation and to protect data, in turn to 
protect are election system as a whole and public trust and 
confidence in the outcome of our elections.
Our democracy's viability largely depends on such trust and 
confidence in voting and results of voting.

Accordingly, I urge the EAC to add the following to the 
guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Of course, eliminating wireless modems and internet 
connectivity will not guarantee that voting machines VA 23238

lizkin44@y
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Therefore, I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet AZ 85737
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This is will be an issue every politician is responsible for.

Therefore I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet CA 91504
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PAPER BALLETS ONLY. MAKE AMERICAâ€™S VOTING 
GREAT  AGAIN! The best EVER in the history of the country.

Itâ€™s a great experiment and I am looking forward to golf, 
no wait, I mean, outings, which are fun. Huge outings. Big 
bucket KFC days for 3 Buckshot. Thatâ€™s what I call my 
gun. CAN YOU BELEIVE THAT?  Outings outdoorss. Raking 
the floor. 

Go away, System..... America was perfectly broken already. 
Why fix something thatâ€™s working? Not at all. The most 
spectacular. Absolutely perfect. The 80â€™s are hard years 
to live through. Especially in this day and age. I mean 
healthca, I mean, jobs. Big jobs. Jobs are great. 
 
Sarcasm is all I can feel anymore. Trump, President Orange 
Poorman, needs to be stopped. It all starts there for 
rebuilding a nearly dead democracy. 

None of this funny anymore until we remove ourselves 
from these endless petitions. 

Nonsense.
Useless. NY 14202
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or domestic,  in our elections is an imminent threat to our 
democracy.

 I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

I urge the Commission to add the following to the guideline 
under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't 
be manipulated or hacked through corrupted USB sticks, 
insider attacks or supply chain corruption. That is why 
ultimately all votes should be cast on paper ballots and all 
elections should be audited by manually counting a sample MI 49441

bachman3d
@mac.com John Nabors 32:31.0

           

1.  Prohibit any machine which can connect to the internet 
in any way!

2.  Even I can write computer code which can give ANY 
desired output from ANY input whatsoever.  Ensure that 
for every vote cast, a paper ballot is also required.   

3.  Ensure that random samples of paper ballots are 
examined to verify accuracy of results.  As well as any 
questionable precincts.

Sincerely,

John B Nabors, III LA 71419
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protect our elections? I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability, and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet MI 48105

UPSTAGE.R
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die? I support the draft Voluntary Voting System Guidelines 
(VVSG). If you fail to protect our elections, you are giving 
up to the silent enemies who would destroy us at the ballot 
box, not the battlefield.  

You're in charge of the security of our elections? Then get 
off your ass and do it. Any less of an effort will indicate 
your willingness to let America die.

Too expensive? Bullshit. We spent billions going to the 
moon. You can spend a few million on election security. 
 WA 99301
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet MD 20851
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy. 

Because our election systems are being targeted for 
interference through cyber attacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We need to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, I urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't OR 97229
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imperative!
I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 FL 32653



linda_antu
nez@yahoo
.com Linda Antunez 34:27.0

         
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation. Every vote 
deserves to be counted with accuracy. 

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet CA 91343
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need for the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy. 

Our election systems are being targeted for interference 
through cyber-attacks. Therefore, it is imperative that the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems and other means. Modems 
should be banned in vote-counting machines, both to 
protect data and to prevent manipulation.

I urge the Commission to add the following to the guideline 
under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Admittedly, eliminating wireless modems and internet 
connectivity will not guarantee that our voting machines FL 33066



jeclark72hh
s@aol.com Julia Clark 07:05.6

  g    g     
judge, and the daughter of two parents who had over 70 
years as election judges between them, I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet AZ 85119

david.lewis
@pobox.co
m David Lewis 42:55.8

  g  p  p     
vulnerable any complex system is. I urge you to use only 
systems with a verifiable paper trail. The mail-in ballot used 
here in Oregon is an excellent model. I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 OR 97210
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Precinct 12) I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. Please be aware that our 
voting is already under attack by foreign hackers 
abundantly financed by national economies

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 MA 2130

perrysmith
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyber attacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet NV 89183
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counting machines be connected to only LANs and that 
tallies are reported after certification by election 
supervisors via secure data transfer. We all know how 
vulnerable the public internet can be. Please use common 
sense safeguards.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or FL 34233

pauletteblis
s@gmail.co
m Paulette Bliss 41:59.1

     y   g   p g  
and the responsibility to vote and the government has the 
duty and the responsibility to see that my vote is 
COUNTED.  I have voted in every election, whether local, 
regional or national during my adult life and I intend to 
continue being an active engaged citizen.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or MO 63108
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet FL 33710
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet AZ 85018
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especially when it comes to something as important as the 
votes of the people for elected offivials.

An example in this is recently the healthcare provider who 
has my protected health information was hacked.  The 
records were stolen along with hundreds of other patients 
protected health information and ransomed, in an effort to 
"return" the protected health information and medical 
records to the healthcare provider. It is my understanding 
this was not an isolated event with only my healthcare 
provider. So many possibilities of electronic manipulation 
and possible hacking this is only one of I'm sure thousands 
of examples that are serious and becoming more and more 
of a threat.

Therefore, I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other mean. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION:  IN 46733
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet CO 80904
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protect our elections from interference.  I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet IL 60016
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government OF the people,BY the people and FOR the 
people, without protection from foreign interference, our 
voice/our opinion through the time honored civic 
responsibility of voting will be meaningless. WE NEED 
SECURE ELECTIONS!!

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted FL 32404
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy. 

I retired from a career in network security and I know the 
only way to permanently secure a system from network 
attack is to isolate the system: disconnecting the system 
from the network while prohibiting  "sneakernet" attacks 
with removable media makes the system immune to 
cyberattack.  Our most secure equipment and all 
sufficiently classified systems had no connection to outside 
networks.  Isolated systems used VPNs and extraordinary 
encryption equipment for inter site communication with 
the understanding that such communications could be 
compromised given sufficient time and that time shrinks 
every day as available processing power grows.  
Disconnection is the only perfect wall against cyberattack. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION:  NJ 8054
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the weaknesses and abuses of our election processes, I 
have the greatest fear for our country than ever before in 
my 69 years. The vulnerability of our voting systems 
literally keeps me awake at night. 

Clear *systemic* (not piecemeal) protections must be 
*mandated* for all federal elections.This is what we need 
from you. 

Therefore, I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or IL 61859
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worked for a company that was helping provide the 
backbone to that network), I'm writing in strong support of 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 MA 2459
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   , y       
disrupt our democracy. We must become educated and 
vigilant to these forms of attack, particularly with our 
voting systems. I look to you as a key leader of the EAC to 
support the effort to strengthen and protect our right to a 
fair vote.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

I cannot emphasize strongly enough how important this CA 93065
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democracy, I am writing âœ�ï¸� n support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Inasmuch as our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

Please, please ban modems in vote counting machines 
because it is critical to protect data and to prevent 
manipulation.

I ask you to urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't 
be manipulated or hacked through corrupted USB sticks, 
insider attacks or supply chain corruption. That is why 
ultimately all votes should be cast on paper ballots and all 
elections should be audited by manually counting a sample 
of the paper ballots, but this guideline is essential while we MI 49665
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the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 
Indeed, eliminating wireless modems and internet CA 94549
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targeted for interference through cyber attacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means. I 
urge you to support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditing, and ballot 
secrecy. 

However, we want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13: 

DATA PROTECTION:  SC 29464
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must use every means available to safeguard America's 
voting process. We must incorporate the most up-to-date 
cyber assurance, defense, and fraud/tamper detection 
processes to safeguard our government and the validity of 
our voting process.

Accordingly, I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means which have not 
passed national-security level assessments for security, 
assurance, and trusted logistics trails.

Modems or any other voting hardware and/or software 
which do not pass this scrutiny by the NSA and equivalent 
governmwnt watchdogs must be banned to protect data 
and to prevent manipulation.
 NE 68046
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Americans to count?!  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet TX 76123

email first_name last_name timestamp comment state zip
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ail.com Daniel Loera 42:43.8

         
misuse and hacking of our technology has been used to 
corrupt and distort the American political system(s).

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: "The voting system does not use 
wireless technology or connect to any public 
telecommunications infrastructure." NV 89117
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inadequate cyber security.

Istrongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 AZ 85035
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recipe for hacking and corruption! If this provision is not 
passed, you are deliberately doing this in the face of 
overwhelming evidence that this will likely happen. And 
who does tihs favor??
I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure." IL 60477
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multiple tests and actual elections, I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet CA 94941
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I am just now learning of this and agree wholeheartedly by 
strongly supporting the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't 
be manipulated or hacked through corrupted USB sticks, 
insider attacks or supply chain corruption. That is why 
ultimately all votes should be cast on paper ballots and all 
elections should be audited by manually counting a sample 
of the paper ballots, but this guideline is essential while we IL 60073
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It seems the best way to protect our votes in these times is 
to go back to paper ballots. At the very lease, please 
prohibit connectivity to the Internet via wireless modems.

We need software independence, ballot secrecy and a way 
to audit. I support the draft Voluntary Voting System 
Guidelines (VVSG)/

Please prohibit connectivity to the public Internet through 
wireless modems . And there's other ways to 
penetrate/influence the vote ---Please fix! and  ban 
modems in vote counting machines.

Please protect our votes, both to protect data and to 
prevent manipulation.

I urge the Commission to add MORE to the guideline under 
Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Still, that won't guarantee our voting machines can't be 
hacked/ manipulated via corrupted USB sticks. And there's 
possible insider attacks or faulty machines.  OR 97222
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government!  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet AZ 85374
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robustly participate.  I am depending on you to protect our 
free and undiluted ability to vote as citizens.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 VA 22066
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systems are not being manipulated by foreign actors. The 
news from the last several years has challenged that faith. 

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 MD 20910
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GOP, there is simply no greater threat to Americaâ€”not 
even closeâ€”than a compromised election process. 
Election-related crimes crush the national spirit and 
currently threaten to put a stake through the heart of our 
republic. All that the people of this nation have worked 
forâ€”over almost 250 yearsâ€”is at risk of being lost to 
those who cheat.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 
 ID 83340
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I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet PA 15211
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I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet PA 15211
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m Sandra Safran 30:47.2

         
precaution to protect our votes. I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet FL 33436
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I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyber attacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet TX 78633

marjie21@
verizon.net Marjorie French 47:52.7
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election. Whatever it takes to accomplish this. 
 
 !I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.Keep elections 
secured by keeping them off the internet, off the grid. 

We have to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 FL 34653
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hacked so itâ€™s important that they not be connected to 
the Internet. And the longer term goal should be that 
ballots can only be cast by paper ballots and manually 
audited. Our elections should not be allowed to be 
manipulated by foreign countries!

Until we go back to paper ballots, I support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or WA 98133
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If other states use electronic systems to register votes, they 
MUST be secure and provide a paper trail.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 OR 97223
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preserve our democracy.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 CA 90504
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vote will be counted!
I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 OR 97405
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about the security of our nation's ballots.  Nothing is more 
important than the sanctity of the vote.  I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyber-attacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

I want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.

Therefore, I urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't OR 97391
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democracy; foreign influence or any loss of confidence in 
our vote tallies is a disaster for democracy. Paper receipts 
for all votes are a simple and effective measure to be able 
to counter voting fraud. 

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure." CA 90277
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and propagation of false information over the internet, 
your most pressing job right now is to help protect the 
integrity of our elections system.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure." MA 2140
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foreign governments, it's most important that the Election 
Assistance Commission provide the leadership and 
guidelines to prevent future occurrences. 

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure." NY 10314
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undermine the integrity of our elections, it is imperative 
that we secure our voting machines to prevent future 
attacks.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, audibility and ballot 
secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyber attacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't 
be manipulated or hacked through corrupted USB sticks, DC 20007
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way are our voting machines connected to the internet, it 
would seem that the draft Voluntary Voting System 
Guidelines (VVSG) is one I strongly support and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

I also support banning modems in vote counting machines 
both to protect data and to prevent manipulation,  and I 
urge the Commission to add the following to the guideline 
under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 NC 28753
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for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

I have worked the polls in Arlington County, Virginia.  We 
switched back from electronic machines to paper ballots 
after it was shown how easily electronic systems can be 
hacked.  Now we mark paper ballots, the voter sends it VA 22203
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for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

I have worked the polls in Arlington County, Virginia.  We 
switched back from electronic machines to paper ballots 
after it was shown how easily electronic systems can be 
hacked.  Now we mark paper ballots, the voter sends it VA 22203
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for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

I have worked the polls in Arlington County, Virginia.  We 
switched back from electronic machines to paper ballots 
after it was shown how easily electronic systems can be 
hacked.  Now we mark paper ballots, the voter sends it VA 22203
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doors. The history of the Internet and of computer 
networking in general shows one thing above all: We are 
losing the security battle.  Data stored on machines which 
can be reached by outsiders might as well be public if 
anyone makes a serious effort to get at it.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

We know that voting systems are under serious outside 
attack, both by foreign powers and by fraudulent 
manipulation within this country.  The principle of "one 
person, one vote" becomes meaningless unless we have 
systems which guarantee that a vote once cast will be 
counted as the voter intended, and that only votes 
legitimately cast will be counted.

Network computer transmission of vote information does 
not provide that necessary level of assurance.  Network 
access to the official store of votes cast does not provide 
that necessary level of assurance.  Neither can be 
tolerated.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or CA 95205
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would make our already flawed electronic hackable voting 
system more easily hacked into, they would have been 
lined up against a wall ans  shot.  I'm sick and tired of 
having the biggest assholes placed into positions of power 
because big money wants them to to legalize their 
egregious practices.  tRumpf is just a puppet for them.  
They tell him what they want and he does it for them.  All 
of this elected complicity is enough to make you sick.  My 
Parents and I spent years defending this most 
unappreciative nation for what?  So a bunch of rancid 
assholes can take over the turn the place into a cesspool!

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION:  HI 96778
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Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't 
be manipulated or hacked through corrupted USB sticks, MT 59601
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet NY 10011
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you to remember: HARD COPY *NEVER* GOES
DOWN, and is damn hard to hack.  Yep, the old-fashioned 
ways are spometikmes *better* than their
attempts to replace the Real World with their cyber-
fantasies that enrich and empower only themselves
AT OUR EXPENSE.  Don't bother whining about how much 
it's going to "cost"; preserving the integrity of
elections is worth any relatively minor increase in 
expenses, mostly due to labor (hey - that's JOBS!)
in processing paper ballots, which is at least partially offset 
by large savings in the purchase and
maintenance of expensive "automated" voting machines 
tied to the Internet full-time and available to
hacking.  

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION:  WA 98125
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I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 98218
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MACHINES?


I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 AZ 85257
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't 
be manipulated or hacked through corrupted USB sticks, 
insider attacks or supply chain corruption. That is why 
ultimately all votes should be cast on paper ballots and all 
elections should be audited by manually counting a sample 
of the paper ballots, but this guideline is essential while we 
still use voting machines. It only makes good sense to take 
these precautions at s time where hackers are breaking MN 55350
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(VVSG) and commend the principles and guidelines for 
software independence, auditability and ballot secrecy. 

Given the fact that our elections are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't 
be manipulated or hacked through corrupted USB sticks, 
insider attacks or supply chain corruption. 
 PA 18017
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since I turned 21.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 CA 92371
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    y         y  
since I turned 21.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 CA 92371
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I am a Computer Scientist.  I understand how vulnerable 
computer systems are.

We need strong, secure, verifiable and audit-able voting 
procedures and policies.  We must ensure that votes are 
recorded correctly ON PAPER so they can be verified by the 
voter in person, and reviewed after the fact to resolve 
doubts and disputes.  We need to maintain and vigilantly 
defend an AIR GAP between all vote tabulation systems 
and the internet.  We need to audit a statistically significant 
fraction of all ballots in every election.  We need automatic 
and comprehensive audit / recount for every election 
where the margin of victory is less than three percentage 
points.  The budgets of all agencies entrusted with 
conducting the election must include funding for these 
contingencies; it must not fall on the participants to fund 
the audit/recount in close elections.

Any and all SOFTWARE AND HARDWARE deployed on any 
and all equipment involved in recording, tabulating or 
transmitting votes MUST BE COMPLETELY OPEN FOR 
INSPECTION.  No proprietary, secret, or unpublished code 
should ever be allowed on any piece of equipment involved 
in any step of the voting process.

Our founding principles of representative democracy are 
under attack.  It is our sacred duty to honor and defend the 
sacrifices of our predecessors and preserve their legacy for 
our descendants.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 
 MI 48334
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for a living.  On any day I can look in the access logs on my 
servers and see attempts to exploit vulnerabilities.  This is 
why I don't connect my music computer or my CNC 
computer to the Internet.  

Voting machines are more important and more likely to be 
attacked than the commercial websites I build.

Therefore, I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or CA 92084
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hand with 45 and Kushner to defraud the American people. 

You should seriously change all voting systems for the 2020 
election to PAPER BALLOTS WITH SIGNATURES. 
I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 
Halting all electronic voting is the only way to insure an 
honest election in 2020.

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation and or 
eliminate electronic voting all together; using paper ballots 
with the voter's signature is an excellent choice. 

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure." CA 91403
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet MO 63119
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although the state officials have been warned that their 
voting systems are hackable that enough is not being done 
to secure our votes

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet CA 94605
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Therefore, I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet MA 1721
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elections.I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't PA 18042
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system. The ability for foreign actors to influence our 
elections has been proven- what are we doing to protect 
our democracy?
I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure." NJ 7079
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election process.  Free and honest elections are the basis 
for our democracy.
  I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 OH 44026
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being manipulated by outside sources. Thus, I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet MI 48103
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Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet DC 20010
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and  with a paper ballot.  We are now a state with minimal 
voter supression and minimal chance of foreign 
interference in the voting process.  Others do not have 
these security measures.

 So I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure." IL 61074
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least manage an opening paragraph to ask for safe voting 
machines. Although the following words are not my own, 
they accurately reflect my own thought and views. I ask 
that the following be read and taken as if the words came 
from my own hand.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or NM 88021
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returns being hacked and falsified -- especially since it is 
established that Russia did work to suborn our elections in 
2016.  I therefore strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 MA 2184
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democratic institutions, in particular, our voting system.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 MD 20712
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interference we had in 2016. 

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 IA 50613

jm3370@ve
rizon.net Judith Murphy 02:01.6

  y      p g 
elections in view of what our intelligence agencies are 
telling us about foreign intrusion into our election systems.   
Election machines are being allowed that connect to the 
internet without auditing, allowing the machines to be 
hacked and votes changed without a paper trail. Americans 
deserve to know that the vote they cast will count for the 
candidate they choose.  We deserve to know for certain 
that our elections are fair and secure.  We must never have 
another election in which the winning candidate appears to 
have been elected illegitimately.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION:  MD 21158
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especially about the use of modems. I  strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet NY 10033
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The right and freedom to vote and the expectation that 
each vote is counted as it's case are among the foundations 
of our democracy.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

I support banning modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, I strongly urge the Commission to add the 
following to the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure." NC 28805
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system.  I feel much more secure with paper ballots.  
Connecting to the internet sounds very foolish  I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet AZ 85745
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machines.  It is essential that we do everything in our 
power to ensure that we can vote safely and securely.  IT IS 
UP TO YOU!

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure." AZ 85207
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security.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 MO 63123
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System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, audit-
ability and ballot secrecy. 
Our election systems are being targeted for interference 
through cyber-attacks. To protect data and prevent 
manipulation it is imperative the VVSG prohibit 
connectivity to the public Internet through wireless 
modems or other means. Therefore, I urge the Commission 
to add the following to the guideline under Principle 13: 
DATA PROTECTION:  "The voting system does not use 
wireless technology or connect to any public 
telecommunications infrastructure."
Eliminating wireless modems and internet connectivity will CA 95476
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System Guidelines (VVSG). 

I am very concerned that our election systems are being 
targeted for interference through cyberattacks. It is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't CA 94924
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Voting System Guidelines. 

Our election systems are being targeted for interference 
through cyberattacks,and it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means. 

We need to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

I urge the Commission to add the following to the guideline 
under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't CA 95469
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Guidelines (VVSG).

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 
 MN 55343
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet OR 97760
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems and any direct internet 
attachment, both wired and wireless, in vote counting 
machines both to protect data and to prevent 
manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 PA 19446
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(VVSG) and support the principles and guidelines for 
software independence, auditability and ballot secrecy. 
We know, from experience and intelligence sources, that 
our election systems were and are being targeted for 
interference through cyberattacks. Therefore, it is urgent 
that the VVSG add language to take care that there is no 
connectivity between voting systems and the public 
Internet through wireless modems or other means. 
We must ensure there are no modems in vote counting 
machines both to protect data and to prevent 
manipulation.
Therefore, I urge the commission to add the following to 
the guidelines under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Although this additional language is important, it does not 
protect against all possibilities. Our voting machines could NY 10075
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any machines used to count ballots should not be 
networked at all and not have any hardware that would 
permit them to be networked. The results of their ballot 
counts should be reported by paper tape. Any other system 
increases the possibility of election fraud. 

 CA 94553
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systems possible.  All voters use paper ballots which are 
mailed to them at their place of residence weeks before 
the election along with a voter information pamphlet.  
Voters fill out their ballots in the privacy of their homes and 
at their own pace.  The ballots are returned via US Mail and 
must be postmarked no later than the election day.  Voters 
may also drop the ballots in secure ballot boxes at 
designated libraries, court houses and other public 
locations.  In many cases, postage is prepaid.  All ballots are 
paper.

Eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can't be manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
should be cast on paper ballots and all elections should be 
audited by manually counting a sample of the paper WA 98311
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet MD 21401
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machines.  strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet IL 60187
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System Guidelines  for software independence, auditability 
and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't OR 97498
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(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't NY 10023
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(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't SC 29461
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telecommunications including wireless, and with computer 
security for some 50 years. I think that makes me 
something of an expert. 

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and Internet CA 91342
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wholeheartedly support it.
I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 VA 22503
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dependable election system across the United States.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 IN 47906
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believe in the importance of voting and the sanctity of the 
voting booth.

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 AZ 85282
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can attest to the security of our local election processes. 
However I have lived other places where election machines 
are not secure and vote counts are vulnerable to 
manipulations.

Thatâ€™s why I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure." MN 55419
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ballots, but some wish to use the electronic machine. There 
are and have been no problems at all in our primary, 
special and federal or state elections Therefore, I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 WI 53083
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safe from the ongoing hacking threats!

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 WA 98155
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the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet KY 40511
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time we do not.

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both WA 98405
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet CA 95926
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    y     y   
or Saudi actors or home grown hackers.

Please make voting secure!

I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 TX 78737
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is IMPORTANT  
the VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Of course, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines won't OR 97202
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system. No machines, polling booths, arbitrary hours, long 
lines, or weather or transportation issues. We also have  
higher voter participation. All states need some training 
guidelines. I have lived in 5 states and this is the best 
system of all. I do support the draft of Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy. 

Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. 

We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.

Therefore, we urge the Commission to add the following to 
the guideline under Principle 13: 

DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."

Indeed, eliminating wireless modems and internet OR 97208
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Guidelines  and commend the robust principles and 
guidelines for software independence, ballot secrecy, and 
the ability for auditing.

Given the fact that our election systems are being targeted 
for interference through cyber attacks, it is imperative that 
the Voluntary Voting System Guidelines also prohibit 
connectivity to the public Internet through wireless 
modems or other means. We should  ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  Therefore, as long as we continue to use 
voting machines, I urge the Commission to add the 
following to the guideline under Principle 13: 
DATA PROTECTION: 

"The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure."
 IL 62959
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Guidelines (VVSG)  update to the latest set of guidelines.

Until we can guarantee each vote will  be counted as cast,  
no gadgets.
 CA 90045
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important and I commend their robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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internet. Second, it's important that vote tallying machines 
are isolated from the internet. Third, it's super important 
all voting machines are auditable.  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Since our election systems are being 
targeted for interference through cyber attacks, it is 
imperative the VVSG also prohibit connectivity of these 
systems to the public Internet through wireless modems or 
other means.   We need to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  We urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 

janet emmett
menieux@g
mail.com

2019-05-02 
20:54:42 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can't be manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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voting machines! I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyber attacks, 
it is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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background in the STEM fields (including at one time an 
FCC First Class Radiotelephone License which certified me 
to operate and perform repairs on most civilian wireless 
transmitters in the US), I agree wholeheartedly with the 
canned message below. There is nothing about any 
election at the municipal level or above that is worth the 
risks of transmitting primary dsys over the internet or over 
any wireless channel in order to have the results made 
public an hour earlier. That is just plain nuts, unless the EAC 
has reason to want to make corruption of such data 
possible.  SAW   I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
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for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:  'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can't be manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. However, they are not yet strong enough to 
ensure the security of our elections.  Given the fact that 
our election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means. We need to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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trust that our government is fairly elected. I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we demand that the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure.'  
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Guidelines (VVSG).   Given that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or any other 
means.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
infrastructure.'  Unfortunately, eliminating wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend robust principles and 
guidelines for software independence, ability to be audited, 
and ballot secrecy.   We now know that our election 
systems are being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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bent on disrupting our democracy.  We urgently need to 
protect our voting systems NOW!  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can't be manipulated or 
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internet nor have USB connectivity, in order to prevent the 
types of corruption that has been widely documented in 
previous USA elections; as well the machines MUST 
produce a paper record that can be verified by the voter 
and be used to count ballots by hand when the need arises.   
When the ballots were hand-counted following the 2016 
election debacle, it was found that there were MANY 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation. There are 
very sophisticated foreign hackers out there one of whose 
purposes is to make Americans distrust the results of our 
voting. Don't make it even possible for them to do that. 
This is not a partisan issue but an American one!  
Therefore, we urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also **prohibit connectivity** to 
the public Internet through wireless modems or other 
means.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend its robust guidelines for 
software independence, auditability and ballot secrecy.   
Given the fact that our election systems were and probably 
shall be targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit any connectivity to the 
public Internet through wireless modems or any other 
means.   We want you to ban modems in vote counting 
machines to both protect data and to prevent any further 
foreign  manipulation especially the Russians.  Therefore, 
we strongly urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure.'  
Indeed, eliminating wireless modems and internet 
connectivity will not guarantee our voting machines can't 
be manipulated or hacked through corrupted USB sticks, 
insider attacks or supply chain corruption. That is why 
ultimately all votes counted should be cast on paper ballots 
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Internet. That's obvious!!!  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  The majority of the voting public is very 
concerned about this issue.  Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology, or connect 
to any public telecommunications infrastructure.'  
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.     Given the fact that our election systems 
are being targeted for interference through cyberattacks, 
the VVSG also must prohibit connectivity to the public 
internet through wireless modems or other means.     We 
want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.     Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:     Data Protection: 'The voting system 
does not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.' YES  
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.  
If connections are made...we are giving the key to the 
kingdom and we WILL be attacked.  Now if but when !   
Congress is not serious about protecting the integrity of the 
votes so you must be.  I don't understand why they aren't 
concerned because power will shift at some point and that 
part will be on the losing end to manipulation then.  Its all 
too crazy to imagine that actual numbers could be 
manipulated but it is just a matter of time.  We MUST keep 
the machines away from the very smart and determined 
hackers often overseas away from prosecution.  Keep 
American free.  This is serious and I pray that you take it as 
seriously as it deserves.  We want to ban modems in vote 
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petition you to take such a common-sense security 
measure as to ensure that voting machines do not connect 
to the Internet, so that they cannot be hacked, read from 
outside, or otherwise tampered with.  This must be a 
simple thing to do, and the security reasons to do so are 
absolutely obvious.  Please take this action immediately!**  
I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
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for interference through cyberattacks, it is imperative the 
VVSG prohibit connectivity to the public Internet through 
wireless modems or other means. Also that all ballots print 
to voter-inspected and verified paper ballots which then 
become the ballots to be initially counted, re-counted and 
audited.  We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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may concern,  It is imperative that our voting systems be 
free of any and all interference, foreign or otherwise. I urge 
you to consider the content of the following statement and 
take action that will permanently prevent a repeat of the 
election interference events documented over the last few 
years.  I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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through cyberattacks.  The VVSG MUST prohibit 
connectivity to the public Internet through wireless 
modems or other means.   PLEASE FIX IT!  Consider these 
guideline under Principle 13:   DATA PROTECTION:  'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  The 
awful facts are that eliminating wireless modems and 
internet connectivity WILL NOT GUARANTEE voting 
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system is under attack to make sure voting machines do 
not connect to the internet.  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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public trust in the outcomes. That is why I strongly support 
the draft Voluntary Voting System Guidelines (VVSG) and 
its robust principles and guidelines for software 
independence, auditability and ballot secrecy.   But there is 
one more thing needed: given the fact that our election 
systems are being targeted by cyberattacks, it is imperative 
the VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. We need to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, I and many other 
concerned Americans urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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like leaving the keys in the ignition.  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG), and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given that our election systems are being 
targeted for interference through cyberattacks, it is 
absolutely imperative that the VVSG also prohibits 
connectivity to the public Internet through wireless 
modems or other means.   We need to ban modems in 
vote-counting machines, in order both to protect data and 
to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. Given the fact that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.  
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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our voting process to be vulnerable to cyber-interference is 
the surest way to guarantee that the dream of freedom 
and hope is forever smashed.  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban the use of any modems in vote counting 
machines, both to protect data and to prevent 
manipulation.  Therefore, we strongly urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we strongly urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure.'  
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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system. Given that however,  I strongly support the draft   
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want, no, we NEED to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, I strongly urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
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System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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consider New Mexico's voting system.  It's electronic but is 
backed up with paper ballots to allow auditing as you 
suggest below.    Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG adopt a system that includes a 
paper ballot back-up.    I concur with the protections 
needed to prevent electronic corruption of the voting and 
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action -- definitive action.   I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyber attacks, 
it is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Best of all is the system of paper ballots 
with a group of election monitors representing both major 
political parties.  IF voting machines are used, they should 
NOT be electronic - as it is IMPOSSIBLE to verify that 
electronic voting machines have not been tampered with.  
LEAST secure is electronic voting machines connected to 
the Internet or cellular phone networks.  These have no 
place in free and fair elections.  Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can't be manipulated or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
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Guidelines (VVSG) and commend you for the strong 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are targeted for interference through 
cyberattacks, it is imperative that VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   Modems must be banned from 
vote counting machines, in order to both protect data and 
prevent manipulation. We urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 

Vandy Savage
savagevandy
@gmail.com

2019-05-02 
20:30:25 GMT

           
by Russia and/or China. Therefore, I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   To date, 
our government has done NOTHING to protect our vote.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are targeted for interference through cyber attacks, VVSG 
must prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:  'The voting system does 
not use wireless technology or connect to any public 
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we can do it, too.   I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 

Barbara Magnuson

magnuson.ki
mball@pron
ghornpix.co
m

2019-05-02 
22:47:08 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   For years the integrity of our elections has 
been questioned and given the fact that our election 
systems are being targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.    We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
guarantee our voting machines can't be manipulated or 
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Guidelines (VVSG) and commend their robustness around 
software independence, auditability, and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   I'd suggest 
banning modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, I 
urge the Commission to add the following to the guideline 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation. Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
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with Internet hacking of voting machines in this last 
election. I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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(separation from the Internet), protected auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. Not so sure voluntary is the way to go...we 
need real updated voting machines with a paper trail.  
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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MACHINES . I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 

Ruth Boice
rlboice2@ya
hoo.com

2019-05-03 
01:10:09 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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not I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  Do not risk our system's integrity by 
allowing these machines to connect to the Internet.  Given 
the fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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not hooking  them up for any purpose to the public 
Internet. I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.  Given the fact that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.  
Please ban modems in vote counting machines both to 
protect data and to prevent manipulation.  I urge the 
Commission to add the following to the guideline under 
Principle 13:  DATA PROTECTION:  'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guidelines under 
Principle 13:   DATA PROTECTION:   'The voting system 
must not use wireless technology or connect to any public 
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there is a paper trail for resolving disputed elections.  In 
fact, voting by mail-in paper ballots, as in my home state of 
Washington seems to be the safest of all from hacking or 
other attempts by Russia, China, Iran or others who wish to 
distort or manipulate our elections.  NPlease implement 
robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.    I urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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machines have: look to them for what works.  As a second 
best, I  support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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America is as a beacon of hope across the globe than 
whether our government is indeed by and for the people.  
Every American should be up in arms demanding the 
protection of our individual vote, our voting system, and 
the whole election process integrity.  We should include in 
this protection of our very democracy preventing lies 
(international and domestic) from being perpetrated by 
those in highest office or in the Kremlin or in White 
Nationalist basements or FOX News or those in elected 
office who do not actually support our Constitution.  I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Laws preventing and punishing privacy 
invasion can never be harsh enough and how we each vote 
must be sacrosanct.  Protecting our franchise is 
fundamental to our continuity as a country.  If you are 
against protecting the sanctity of the vote, the process, the 
exchange of true information, protecting the paper ballot 
and preventing corruption via access to computers at all, 
then you are against what makes America America.  Given 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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elections, I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being systematically targeted for interference through 
cyberattacks, it is imperative the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We want to ban modems in 
vote counting machines both to protect data and to 
prevent manipulation.  Therefore, we urge the Commission 
to add the following to the guideline under Principle 13:   
DATA PROTECTION:   'The voting system does not use 
wireless technology or connect to any public 

Joyce Mattoon
katziam.jm@
gmail.com

2019-05-02 
20:33:39 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation. Our county is 
getting new machines, and I'm concerned!! I've been 
voting on paper ballots with a marker since I moved here in 
the 80's!! There's a ballot in physical form. Voting on a 
machine-- will it change my vote because of a bug in the 
program? Will there be a record that I voted? Will my vote 
count, most importantly?  Therefore, we urge the 
Commission to add the following to the guideline under 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  This should 
also include connections made by the software/machine 
owners that are now shielded from scrutiny and oversight 
as proprietary software and engineering.  Election officials 
must have access to maintain fair elections.   Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can't be manipulated or 
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(VVSG), with its the robust principles and guidelines for 
software independence, auditability and ballot secrecy.   
Since our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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lots of bad ideas out there, but not that many truly horrible 
people. But it turns out that these horrible people not only 
exist, they run much of the world.  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless  communication 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems, wired modems, 
or other means.   We want to ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 

Lisa Roth
lroth2026@y
ahoo.com

2019-05-02 
22:56:43 GMT

        
Guidelines (VVSG) and the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
We now know our election systems have been & still are 
being targeted for interference through cyberattacks. It is 
imperative the VVSG prohibit connectivity to the public 
Internet through wireless modems or other means.   We 
need to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  The 
Commission must add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Eliminating wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 



Margo Lesser
mrlesser@ao
l.com

2019-05-06 
05:31:34 GMT

        
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   Please support 
the draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
I want modems banned in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, I 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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interference, such as that which happened in 2018.  As you 
draft guidelines, be very aware that voting machines that 
connect to the internet are vulnerable to cyberattacks.  We 
want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   It's also 
extremely important that the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means. Any benefits that come from an 
internet connection far exceed the risk. Even the *hint* 
that a voting machine has been compromised is enough to 
taint our entire democracy, so we must avoid even the 
appearance that a voting machine *can* be compromised - 
and that means no internet connection.  Therefore, I urge 
the Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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BALLOTS!!   I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
I'd like to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, I 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   However, given the fact that our election 
systems are being targeted for interference through cyber 
attacks, it is imperative that the VVSG also prohibit 
connectivity to the public Internet through wireless 
modems or other means.   We MUST ban modems in vote 
counting machines both to protect data and to prevent 
manipulation.  Therefore, I urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.  
For the integrity of all elections in the United States of 
America and for the good of the country, we want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can't be manipulated or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.  But, to protect our elections, these 
shouldn't be guidelines; they should be requirements.  
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means. This is just 
common sense; no sensitive systems should be connected 
to the internet.  We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation. Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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systems and I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.  I firmly believe that all 
elections should be held with paper ballots that could 
conceivably be hand counted should there be discrepancies 
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Guidelines (VVSG) prohibit connectivity to the public 
Internet through wireless modems or other means.  Our 
election systems have been and continue to be targeted for 
interference through cyberattacks. Modems should be 
banned in vote counting machines both to protect data and 
to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
wireless modems and internet connectivity will not 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, 
the VVSG also must prohibit connectivity to the public 
Internet through wireless modems or other means.   We 
want to ban modems in vote counting machines both to 
protect data and to prevent manipulation.  Therefore, we 
urge the Commission to add the following to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
system does not use wireless technology or connect to any 
public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, 
both from corporate interests and American political 
groups it is imperative the VVSG also prohibit connectivity 
to the public Internet through wireless modems or other 
means.   It is imperative that we ban modems in vote-
counting machines both to protect data and to prevent 
manipulation. Without this ban, any group can simply 
create the results it wants, especially by 'fractionizing' -- to 
actively distort choices made on ballots when they are 
counted.  Therefore, we urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative that the VVSG also prohibit connectivity to 
the public Internet through wireless modems or other 
means.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can't be manipulated or 
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not talk to other machines!!!  I strongly support the draft 
Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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connecting voting machines to the public Internet is loony 
tunes.  I strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public internet through wireless modems or any other 
means.   We need to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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through use of vulnerable voting machines, I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
The convenience of internet voting is more than offset by 
the vulnerability of internet connectivity.  We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Consider 
placing the programming of these machines on solid state 
modules that can't be changed without temporary removal 
from the unit (EPROM, EEPROM, etc.  Therefore, we urge 
the Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can't be manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
should be cast on paper ballots and all elections should be 
audited by manually counting a sample of the paper 
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enacted, and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We must ban modems in vote counting machines both to 
protect data and to prevent manipulation.  I demand the 
Commission add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can't be manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is IMPERATIVE that the VVSG also prohibit connectivity to 
the public Internet through wireless modems or other 
means.   We want to ban modems in vote counting 
machines both to protect data and to prevent 
manipulation.  Therefore, we urge the Commission to add 
the following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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System Guidelines (VVSG) and commend the ROBUST 
PRINCIPLES and guidelines for SOFTWARE INDEPENDENCE, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being TARGETED for INTERFERENCE 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to BAN 
MODEMS in vote counting machines both to PROTECT data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
NOT use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are vulnerable to cyberattacks, it is imperative the VVSG 
also prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and the principles of software 
independence, audit and ballot secrecy.   Given the fact 
that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG prohibit connectivity to the public Internet.   We wish 
to ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Since we know that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG both prohibit connectivity to the 
public Internet and ensure that its prevention measures 
(against wireless modems or any other means) are 
working.   Banning modems in vote counting machines will 
both protect data and prevent manipulation.  It is essential 
to the integrity of our democracy.  Therefore, we urge the 
Commission to add the following text to the guideline 
under Principle 13:   DATA PROTECTION:   'The voting 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can't be manipulated or 
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uncompromised, and fair?  Unfortunately,  the answer is 
often 'No!'  We deserve better.    To improve the 
confidence in our eltorial system  I urge you  to support the 
draft Voluntary Voting System Guidelines (VVSG).  We need 
improved and robust principles/guidelines for security.  
This starts with software independence, auditability and 
ballot secrecy.   Although a proponent of digital processing 
I know how easily tallies can be altered so local automated 
vote tallies must be manually verified along with the 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines, both 
to protect data and to prevent manipulation from outside 
sources.  Therefore, we urge the Commission to add the 
following to the guideline under Principle 13:   DATA 
PROTECTION:   'The voting system does not use wireless 
technology or connect to any public telecommunications 
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strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, audit-ability and 
ballot secrecy. Our cyber-expertise w/internet use lags of 
our socio-economic expectations for its value!  Given the 
fact that our election systems are being targeted for 
interference through cyber-attacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy. We must have hack-less encryption before 
my and my children can place such reliance on the wild-
west internet!  Given the fact that our election systems are 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
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recent draft for its robust principles and guidelines for 
software independence, auditability and ballot secrecy.   
Precisely because our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   Please ban 
modems in vote counting machines both to protect data 
and to prevent manipulation. I suggest that the 
Commission add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy (meaning verifiable paper ballots).   Given 
the fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can't be manipulated or 
hacked through corrupted USB sticks, insider attacks or 
supply chain corruption. That is why ultimately all votes 
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(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
telecommunications infrastructure.'  Indeed, eliminating 

Paul Franzmann
paulie627@g
mail.com

2019-05-02 
18:50:47 GMT

           
cannot tell you how grateful I am not to have to troop to a 
polling station, wait in line, feel rushed by all the people 
waiting in line and then have to fight the urge to destroy 
the voting machine that is standing between me and 
democracy.  Because of that, I now get peevish over 
others' votes on those infernal devices. Their votes may or 
may not count, counted accurately, or even counted 
double by displacing another's tally.  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote-counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can't be manipulated or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Voluntary Voting System Guidelines (VVSG) and commend 
the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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makes it easier for a foreign agency to affect voter 
outcomes.  Stupid!  I strongly support the draft Voluntary 
Voting System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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internet during brief, strictly monitored situations when 
poll judges are watching in order to transfer data.   I 
strongly support the draft Voluntary Voting System 
Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecy.  I only wish they would be adopted and 
implemented without being watered down to uselessness.  
Given the fact that our election systems are, as always, 
being targeted for interference through cyberattacks, it is 
imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.  
We want to ban modems in vote counting machines, both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:  DATA PROTECTION:  'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can't be manipulated or 
hacked through corrupted USB sticks, insider attacks or 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means. 
We want to ban internet access in vote counting machines 
both to protect data and to prevent manipulation. 
Therefore, we urge the Commission to add the following to 
the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does not use wireless technology or 
connect to any public telecommunications infrastructure.'  
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
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by hackers.  WE NEED PAPER BALLOTS ! ! !   I strongly 
support the draft Voluntary Voting System Guidelines 
(VVSG) and commend the robust principles and guidelines 
for software independence, auditability and ballot secrecy.   
Given the fact that our election systems are being targeted 
for interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
not use wireless technology or connect to any public 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to BAN modems in vote counting machines both 
to PROTECT data and to PREVENT manipulation.  
Therefore, we URGE the Commission to add the following 
to the guideline under Principle 13:   DATA PROTECTION:   
'The voting system does NOT use wireless technology or 
connect to any public telecommunications infrastructure.'  
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from those both outside and within who would attempt to 
effect the outcomes of our elections.  I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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2016 elections through the Internet.  Fortunately, our 
decentralized, off-line system of elections prevented the 
alteration of votes as far as we know.  But nothing has 
been done to prevent similar activity in the future.  
Therefore, it would be foolish to invite interference of a far 
more devastating nature by connecting voting machines to 
the Internet.  What, are these guy's crazy or are they doing 
Putin's bidding?  Let's not be stupid here! 
*************************************************
***********  I strongly support the draft Voluntary Voting 
System Guidelines (VVSG) and commend the robust 
principles and guidelines for software independence, 
auditability and ballot secrecy.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We want to ban 
modems in vote counting machines both to protect data 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability, and 
ballot secrecyâ€”but they are not enough; they must go 
further and prohibit ANY wireless connections, any 
connections that are not through a hard-wired modem in 
an election officialâ€™s office.   Given the fact that our 
election systems are being targeted for interference 
through cyberattacks, it is imperative the VVSG also 
prohibit connectivity to the public Internet through 
wireless modems or other means.   We must ban modems 
in vote-counting machines both to protect data and to 
prevent manipulation.  Our county has no such 
modemsâ€”and unofficial results are posted on the 
countyâ€™s Web site within a few hours of the polls 
closing.  Anyone pushing for anything more is opening our 
elections up to a greater possibility of tampering, and we 
must reject such options.  Therefore, we urge the 
Commission to add the following to the guideline under 
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Consumers Union Action, the League of Women Voters and 
other voting rights organizations, I strongly support the 
draft Voluntary Voting System Guidelines (VVSG) and 
commend the robust principles and guidelines for software 
independence, auditability and ballot secrecy.   Given the 
fact that our election systems are being targeted for 
interference through cyberattacks, it is imperative the 
VVSG also prohibit connectivity to the public Internet 
through wireless modems or other means.   We want to 
ban modems in vote counting machines both to protect 
data and to prevent manipulation.  Therefore, we urge the 
Commission to add the following to the guideline under 
Principle 13:   DATA PROTECTION:   'The voting system does 
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Guidelines (VVSG) and commend the robust principles and 
guidelines for software independence, auditability and 
ballot secrecy.   Given the fact that our election systems 
are being targeted for interference through cyberattacks, it 
is imperative the VVSG also prohibit connectivity to the 
public Internet through wireless modems or other means.   
We want to ban modems in vote counting machines both 
to protect data and to prevent manipulation.  Therefore, 
we urge the Commission to add the following to the 
guideline under Principle 13:   DATA PROTECTION:   'The 
voting system does not use wireless technology or connect 
to any public telecommunications infrastructure.'  Indeed, 
eliminating wireless modems and internet connectivity will 
not guarantee our voting machines can't be manipulated or 
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