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 On behalf of the Brennan Center for Justice at NYU School of Law (“Brennan 
Center”), I thank the U.S. Election Assistance Commission (“EAC”) for holding this 
public hearing and providing me the opportunity to submit observations and 
recommendations concerning statewide voter registration databases. 
 
 My name is Wendy Weiser, and I am Director of the Voting Rights and Elections 
Project and Deputy Director of the Democracy Program at the Brennan Center.  The 
Brennan Center is a nonpartisan think tank and legal advocacy organization that focuses 
on issues of democracy and justice.  Among other things, we seek to ensure fair and 
accurate voter registration and voting systems and to promote policies that maximize 
citizen enfranchisement and participation in elections.  We have done extensive work on 
the subjects of voter registration and the maintenance of voter registration lists, including 
conducting studies and publishing reports; providing assistance to federal and state 
administrative and legislative bodies with responsibility over elections; and, when 
necessary, litigating to compel states to comply with their obligations under federal law 
and the Constitution. 
 
I.   Voter Registration Database Concerns in 2008 
 
 I was asked to discuss how statewide voter registration databases worked in the 
2008 election cycle.  While the Brennan Center has not conducted a technical assessment 
of statewide voter registration databases, we have examined state policies regarding how 
those databases are used.  There were four areas of primary concern in 2008: (1) “no 
match, no vote” policies and other matching problems in the HAVA verification process; 
(2) matching voter registration data across state lines; (3) voter registration database 
maintenance (or purge) efforts; and (4) the brief shut down of the Social Security 
Administration database for maintenance.  I address each in turn and include 
recommendations for the EAC to help prevent future problems and improve database use 
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and performance.  The concerns addressed in my testimony today are similar in a number 
of respects to those I previously raised in testimony and comments submitted to the EAC 
in 2005 in connection with the agency’s first database guidance.  I attach those 
documents as an appendix to this testimony.1 
 
A.   “No Match, No Vote” Policies and Poor Use of Database Matching for 

HAVA Verification Purposes 
 
 Perhaps the most controversial use of statewide voter registration databases in the 
period leading up to the 2008 elections was the “no match, no vote” policy.  “No match, 
no vote” refers to a practice currently in place in a small number of states whereby 
election officials do not register voters or purge them from the rolls if the officials cannot 
“match” the voters’ registration information against information in the driver’s license or 
Social Security databases, typically using electronic match processes.  The “no match, no 
vote” practice is rare:  in 2008, only four states (Florida, Iowa, Louisiana, and South 
Dakota) had a “no match, no vote” policy in place, and at least two of those states 
(Florida and South Dakota) used procedures to mitigate, but not eliminate, the negative 
impact of the policy.  Although rare, the practice is significant because it is very harmful 
to prospective voters.  As discussed below, because the “matching” processes used in 
connection with statewide voter registration databases are inherently unreliable, “no 
match, no vote” policies typically result in large numbers of eligible voters being left off 
the rolls and, as a result, being unable to vote meaningful ballots. 
 
 1.  “No Match, No Vote” Controversies in 2008  
 
 The “no match, no vote” practice achieved notoriety in 2008 not only because it 
was blocking voters in Florida, Iowa, Louisiana and South Dakota, but also because there 
was a concerted effort in at least two other states—Ohio and Wisconsin—to force 
election officials to adopt a “no match, no vote” policy in the weeks immediately 
preceding the hotly contested election.  In both states, after election officials refused to 
adopt “no match, no vote” policies because of concerns over their disenfranchising effect, 
political operatives brought lawsuits claiming that HAVA required the states to impose 
those policies.  Both lawsuits were filed in September 2008, and both were decided less 
than three weeks before the election.2  Both lawsuits failed.  The Wisconsin court found 
on the merits that HAVA did not require election officials to link voter eligibility to a 
successful match, and that to do so would violate a key provision of the Voting Rights 
Act that prohibits vote denial on the basis of immaterial errors or omissions in 
paperwork.  Had these efforts succeeded, hundreds of thousands of voters would have 
been adversely affected.3   
 

                                                 
1 Although I do not repeat them all here, I ask the Commission to reconsider the comments in my letter 
dated August 8, 2005. 
2 See Ohio Republican Party v. Brunner, No. 08-CV-913 (S.D. Ohio, filed Sept. 26, 2008), decided in 
Brunner v. Ohio Republican Party, 555 U.S. __ (Oct. 17, 2008); Van Hollen v. Gov’t Accountability Bd., 
No. 08-CV-4085 (Wisc. Circ. Ct., Dane County, filed Sept. 10, 2008), decided in id. (Oct. 23, 2008). 
3 The basis for the numerical impact is set forth in the following section. 
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 The “no match, no vote” policy was similarly controversial in Florida, where as a 
result of a lawsuit brought in 2007 by the Brennan Center and co-counsel, the state had 
suspended operation of the policy throughout much of the year.4  On September 8, 2008, 
only weeks before the voter registration deadline, the Secretary of State instructed 
election officials to start applying the policy to the tens of thousands of registrations that 
were pouring in during that period.  In an effort to minimize the disenfranchisement of 
eligible voters, a number of county election officials disregarded the Secretary’s 
interpretation of Florida law and made available a procedure—albeit an imperfect one— 
whereby unmatched voters could remedy the problem and cast regular ballots at the polls 
on Election Day.  Unmatched registrants in the other counties had to follow much more 
onerous procedures in order to vote.  Many were unable to vote or to have their votes 
counted. 
 
 2. Matching is an Unreliable Basis to Exclude Voters   
 
 “No match, no vote” is a harmful policy because it functions mainly to exclude 
eligible voters based on administrative errors.  Matching—especially the way it is 
employed in the election administration context—is simply not a reliable means of 
identifying ineligible voters.  Matches between statewide voter registration databases and 
other government databases regularly fail because of issues that have nothing to do with 
voter identity or eligibility, such as data entry errors made when inputting hand-written 
information from voter registration applications, inconsistent treatment of hyphenated 
names in different databases, or the use of a married name in one database and a maiden 
name in another.   
 
 Evidence from across the nation demonstrates that, even when voters are eligible 
and provide complete and accurate information, these trivial discrepancies cause matches 
to fail at extremely high rates: 
 

 In Florida, in the final four weeks of the registration cycle for the 2008 general 
election, more than 14% (62,882) of nearly 437,638 registration records failed to 
match initially.5  The vast majority of those failed matches were later proved to be 
erroneous.  After follow up investigation, the State determined that nearly two-
thirds of the failed matches were the result of mistakes like data entry errors.  
After correcting these obvious errors, more than 22,000 registration records 
remained unsuccessfully matched.6  A significant number of those registrants 
later proved the accuracy of their registration information by showing county 
election officials or poll workers copies of their driver’s licenses or Social 

                                                 
4 The policy had been enjoined by court order from December 2007 through April 2008, when the U.S. 
Court of Appeals for the Eleventh Circuit dissolved the injunction based on HAVA and the Voting Rights 
Act.  The U.S. District Court for the Northern District of Florida declined to issue another injunction based 
on the U.S. Constitution in June 2008.  More information on the lawsuit, including court papers, is 
available here: http://www.brennancenter.org/content/resource/florida_naacp_v_browning/.  
5 See E-mail from Jennifer Krell Davis, J.D., Communications Director, Florida Department of State to Dan 
McCrea, Florida Voters Coalition, Oct. 27, 2008 (on file with Brennan Center). 
6 See id.; see also Steve Bousquet, 12,165 now on Florida's 'no match' vote list, St. Petersburg Times, Oct. 
28, 2008. 
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 In mid-2008, Wisconsin initially had a non-match rate of 22%; that is, nearly one 

in four attempted matches failed on the first attempt.7  After improvements to the 
matching protocol, Wisconsin lowered its non-match rate, but 12% of applicants 
still failed the first matching attempt.8  A recent report from Wisconsin’s election
agency concluded that more than 88,000 registrations were unmatched, and that 
more than 90% of these failed matches
n
 

 In Ohio, more than 200,000 (almost one-third) of approximately 660,000 voters 
who registered in 2008 were not successfully matched before the November 20
election.  A lawsuit filed on the eve of the election threatened these more than 
200,000 Ohioans with disenfranchisement; th
th
 

 In Texas, in 2006, 49,271 voter registration records were not successfull
matched, including 27% of all records submitted to the Social Security 
Administration and more than 10% sent to the state motor vehicle authority for 
matching.11  A state representative examined a random sample of 300 of these 
failed matches and positively determined that, in 277 cases, the matches fa
b 12

 
 In the first six months of 2006, before its “no match, no vote” law was blocked by 

court order, Washington had a failed match
in 13

 
 Through April of 2006, 18% of voter registration records in Los Angeles Cou

California, failed to match; virtually all of the registrations in question were 

 
7 Voter registration information often doesn’t match driver records; 22% mismatch rate found in 
registrations this month, Milwaukee Journal-Sentinel, Aug. 28, 2008, available at 
http://www.jsonline.com/news/wisconsin/32585689.html. 
8 Wisconsin Government Accountability Board, A Statistical Analysis of HAVA Checks in Wisconsin, Jan. 
2009, available at http://elections.state.wi.us/docview.asp?docid=15857&locid=47. 
9 Id. 
10 See Brunner v. Ohio Republican Party, 555 U.S. __, 129 S. Ct. 5 (2008). 
11 See House Committee on Elections, Sub-Committee to Study Mail-In Ballot Fraud & Incidents of Non-
Citizen Voting, A Report to the House of Representative 23 (Nov. 2008) (on file with Brennan Center). 
12 Id. 
13 See Fla. NAACP v. Browning, No. 07-402, Decl. of Andrew Borthwick, ¶ 47 (N.D. Fla. Sept. 17, 2007) 
(“Borthwick Decl.”), at http://tinyurl.com/4k69sm. 
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to vote.14  (For this and related reasons, California abandoned its “no match, no 
vote” policy prior to the 2006 elections.) 
 

 Nearly 20% of an audit sample of 15,000 applications submitted for matching in 
New York City in September 2004 could not be matched; the audit of those failed 
matches found that most non-matches were due to typos and other data entry 
errors.15    

 
 This evidence shows not only that no-match rates are extremely high across the 
country, but also that voter registration records that fail to match almost always 
correspond to eligible voters; virtually all non-matches can be attributed to typos and 
other minor errors.  Taken together, these facts demonstrate that “no match, no vote” 
policies disenfranchise large numbers of eligible voters for no good reason. 
 
 3. Problematic Matching Criteria, Especially in the HAVV Process 
 
 One of the principal reasons that no-match rates are so high and that most non-
matches are erroneous is that the criteria used to perform electronic matches are overly 
strict and therefore bound to miss a substantial number of eligible voters.  Matching 
protocols that do not account for misspelled names, nicknames, variations in 
hyphenation, transposed numbers, and common typos, for example, will produce large 
numbers of “false negatives,” meaning records that should have matched but did not.  
The more exacting the matching criteria, the more “false negatives” a matching system 
will produce—and, in the context of election administration, the more eligible voters will 
be harmed as a result. 
 
 Despite the EAC’s earlier guidance urging matching criteria that account for these 
kinds of errors, poorly designed and inaccurate matching protocols are still prevalent in 
the HAVA verification process.  This problem is most acute with respect to the process 
for verifying applications bearing Social Security digits administered by the American 
Association of Motor Vehicle Administrators (“AAMVA”).   
 
 As you know, state election officials do not directly interact with the Social 
Security Administration for the purpose of verifying applications bearing Social Security 
digits instead of driver’s license numbers.  Rather, they send that information to their 
motor vehicle authorities which, in turn, send that information through a process 
administered by AAMVA to match that information against Social Security 
Administration records.  The process used—the Help America Vote Verification 
(HAVV) process—requires an exact match of last name, first name, month of birth, year 
of birth, and last four digits of the Social Security number with a record in the Social 
Security database.  According to information technology experts, these strict match 
requirements do not readily account for typographical and other errors in voter 
registration records, and the requirement that multiple fields exactly match compounds 

                                                 
14 See Fla. NAACP v. Browning, No. 07-402, Decl. of Conny McCormack, ¶ 13 (N.D. Fla. Sept. 17, 2007), 
at http://tinyurl.com/4z66bc. 
15 See Borthwick Decl. ¶ 12 & Ex. F. 
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the error rate expected for an exact match on any individual field.16  In November 2007, 
the Social Security Administration reported that of 2.3 million voter applications it had 
processed, nearly half—fully 44.5%—were not successfully matched;17 record matching 
expert Andrew Borthwick opined that these largely represent false negatives.18    
 
 The extremely high rate of match failures and false negatives renders the HAVV 
process largely unhelpful for election administration purposes.  Simply put, a system that 
fails almost half of the time provides administrators with no information about the 
reliability of the information on their lists.  Those administrators who wish to follow up 
with un-matched applicants to improve the information on their lists have a difficult time 
doing so when the numbers are so high.  This also has negative consequences for voters.  
In the few states that have “no match, no vote” policies in place, it will result in complete 
disenfranchisement of the 44.5% of voters who register using Social Security digits and 
whose information does not match.  In other states, those voters will be unnecessarily 
subjected to procedures—at the very least, the requirement to show HAVA ID for un-
matched first-time voters who register by mail—not required of other voters. 
 
 4. Use of Social Security Administration Verification Process 
 
 In October, 2008, Commissioner of Social Security Michael J. Astrue wrote to the 
Secretaries of State of Alabama, Georgia, Indiana, Nevada, North Carolina, and Ohio to 
inquire about the unusually high levels of voter registration verification requests received 
by the Social Security Administration (“SSA”) from those states.  In five of those states, 
the number of verification requests exceeded the total number of registrants during that 
period, and in two of those states, the number of requests was more than half of the total 
number of registrants in the state.  As Commissioner Astrue noted, these figures raised a 
red flag as to whether those states were using the HAVA verification process for 
purposes other than those for which it was intended.   
 
 The release of this information allowed election officials and the public to 
investigate and review voter registration verification procedures in those states.  In some 
cases, the unusually high volume of verifications was caused by errors by election 
officials or unnecessary automatic functions in statewide voter registration databases.  In 
others, the volume might reflect inappropriate uses of the verification process.   
 
 We commend the SSA for proactively monitoring these requests to ensure that 
states are in full compliance with federal law and their data-sharing agreements with the 

                                                 
16 See id.   
17 See Pete Monaghan, SSA Help America Vote Act Powerpoint 14, Nov. 29, 2007, available at 
http://tinyurl.com/4dp663; Borthwick Decl., supra. 
18 See Borthwick Decl., supra.  Indeed, the former Commissioner of the Social Security Administration 
(“SSA”) noted that attempted matches with the SSA database frequently result in false negatives because of 
“name change[s] after a marriage or divorce, . . . incomplete, transposed or missing names . . . in SSA 
records[,] . . . [and] discrepanc[ies] created by use of multiple or compound names.”  American Federation 
of Labor v. Chertoff, No. 07-4472, Decl. of Kenneth S. Apfel, ¶ 7 (N.D. Cal. Aug. 29, 2007) available at 
http://tinyurl.com/4jbsbg. 
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SSA.  The SSA’s public release of this information enabled election officials and others 
to identify and correct problems with the verification process.  This practice should be 
continued. 
 
 5. Recommendations for the EAC 
 
 a. The EAC should issue clear guidance urging states not to adopt “no 
match, no vote” policies. 
 
 The Brennan Center has previously submitted detailed testimony and letters to the 
EAC urging the agency to issue a guidance against “no match, no vote” policies and 
explaining in detail the legal and policy basis for that recommendation.  As noted above, 
those documents are attached as an appendix to my testimony.  Among other things, 
those documents explain why “no match, no vote” policies violate HAVA and the Voting 
Rights Act, and why, even if they do not, they are poor practices that unfairly 
disenfranchise eligible voters and impede the fair and accurate administration of 
elections.19   
 
 While the EAC’s initial guidance on databases urged states to take steps to ensure 
that voter registration applications are “not rejected as unverifiable,” it stopped short of 
recommending that states ensure that no voter registration application is rejected solely 
on the basis of a failed match.20  Because of the persistent problems with the matching 
process, we strongly recommend that the EAC take that additional step now.  Whether or 
not states are able to reduce their no-match rates, record matching, standing alone, is 
simply not a sufficient basis to determine that an application is invalid and that a voter is 
ineligible.  Most states recognize this fact and do not reject voter registration applications 
solely on that basis: virtually all states either allow un-matched voters to register and vote 
without further action or else ask un-matched voters to provide some form of 
identification at the polls—typically the forms of identification listed in section 303 of 
HAVA.  But EAC action is still necessary to protect voters in the few states that do 
impose “no match, no vote” policies as well as to stave off additional efforts—like those 
seen in Ohio and Wisconsin in 2008—to implement new “new match, no vote” policies. 
 
 b. The EAC should issue detailed guidance urging states and AAMVA to 
adopt more flexible and accurate matching criteria and providing technical information to 
ensure the use of the best known matching protocols. 
 
 We commend the EAC for recommending in its initial database guidance flexible 
matching rules designed to prevent match failures due to typos and other mistakes.  At 

                                                 
19 Since that time, three out of four courts to consider the issue have held that HAVA does not require states 
to implement “no match, no vote” policies.  (The one decision that disagreed was reversed by the U.S. 
Supreme Court on standing grounds.)  Two courts have further found that “no match, no vote” policies 
violate federal law; one based its decision on HAVA and the Voting Rights Act, and the other on the 
Voting Rights Act alone.  A third court also found that “no match, no vote” policies violate HAVA and the 
Voting Rights Act, but it was reversed by the U.S. Court of Appeals for the Eleventh Circuit. 
20 In fact, as detailed in our earlier correspondence, some of the language in the guidance suggests that it is 
permissible for states to refuse to register unmatched voters. 
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this point, more detailed recommendations are warranted to help determine and promote 
the most effective matching protocols to be used with voter registration data.  The 
guidance should be designed to help states achieve greater accuracy in their matching 
processes and to reduce false negatives in the verification process.  It could include 
recommendations for which fields to use, how many characters should match, and how to 
use the latest and most advanced record matching techniques, for example.  In designing 
the guidance, the EAC would be well advised to consult with information technology and 
record matching experts, as well as with states that have already achieved better matching 
processes.  By bringing to bear research and technical guidance on data sharing, the EAC 
could not only improve the matching process nationwide but also help election 
administrators realize the benefits of economies of scale; it is inefficient for this research 
to be conducted by 50 separate under-funded state administrators across the country. 
 
 c. The EAC should sponsor a comprehensive study or survey of voter 
registration verification match rates nationwide. 
 
 A study of voter registration verification match rates will not only provide 
valuable information for policymakers considering how to use the information from 
matching efforts, it will also help identify which states are achieving better match rates, 
enabling others to emulate the most successful procedures. 
 
 d. The EAC should develop guidance for an improved HAVV process for 
verification of voter registration records containing Social Security digits. 
 
 Because the verification of voter registration records with Social Security digits is 
a key component of the database provisions of HAVA, the HAVV verification process is 
squarely within the EAC’s guidance authority.  For the reasons set forth above, that 
process is in dire need of improvement.  Specifically, that process should not rely on 
exact matches of so many fields.  We understand that AAMVA uses far more flexible 
matching criteria for other purposes, including the verification of driver’s license 
information, and so there is no technical barrier to improving this process. 
  
 e. The EAC should encourage the Social Security Administration to continue 
monitoring voter registration verification requests from the states and publicizing 
information regarding those requests. 
 
 As part of its information clearinghouse function, the EAC should work with the 
Social Security Administration to ensure the continued investigation and public release of 
information concerning the voter registration verification process with Social Security 
Administration records. 
 
 f. The EAC should promote research and issue recommendations to assist 
states to modernize their voter registration systems. 
 
 The matching problems associated with the verification process would not exist if 
states automatically registered voters at motor vehicle or other agencies, or even if those 
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agencies electronically transmitted voter registration information.  Those records would 
not need to be matched against records in agency databases since they would come from 
those agency databases.  This would also substantially reduce the typographical errors 
that plague the voter rolls and make matching difficult since it would eliminate the need 
for election officials to decipher paper applications and to type in thousands upon 
thousands of registration records, often in a short period of time immediately preceding a 
voter registration deadline.  For a these reasons and others set forth below, we 
recommend that the EAC promote research and make recommendations to assist the state 
to move toward more automatic voter registration systems and to modernize their systems 
in other ways. 
 
B.   Matching Voter Registration Data Across State Lines 
 

Another related area of concern in 2008 was the increasing movement to match 
voter registration data across state lines.  There is nothing inherently problematic about 
the goals of interstate database matching—to help state officials detect instances of voters 
who have moved out of state to enable them to maintain more current and accurate voter 
rolls.  Nonetheless, if the interstate database matching programs are poorly designed or 
are used to disenfranchise or impose burdens on voters, then those match programs will 
cause the same kinds of problems as “no match, no vote” policies used in some inter-
agency database matching programs.21 

 
Over the last several years, a number of states have implemented data-sharing 

agreements with other states in an attempt to detect voters who are registered 
simultaneously in more than one state.  The goal of these programs is to use the new tool 
of their statewide voter registration databases to help election officials identify and 
remove citizens form the registration rolls when they move out of state, and protect 
against the possibility of voters casting ballots in more than one state.   

 
1. Risks Associated With Inter-State Database Matching 
 
There are significant risks associated with attempting to cull duplicate 

registrations based on the results of inter-state data “matches,” because of all of the flaws 
with data matching outlined above.  The errors in this context are “false positives” rather 
than “false negatives”—that is, the errors occur when two records that apparently 
“match” in fact refer to two separate individuals.  It is especially difficult to reduce errors 
in this context. 
 

A 2006 program involving three Southeastern states illustrates the risks.  Early 
that year, Kentucky, South Carolina and Tennessee conducted an inter-state data match to 
compare their respective lists of registered voters, and found 16,000 putative matches that 
they thought represented voters registered in multiple states.22  Kentucky determined that 

                                                 
21 Interstate database matching programs also raise privacy concerns, which I do not address here. 
22 See Commonwealth of Kentucky, Attorney Gen. Gregory Stumbo v. Commonwealth of Kentucky, State 
Board of Elections, Order Denying Injunction and Granting Partial Summary Judgment (Ky. Cir. Ct. Oct. 
2, 2006) (“Stumbo”), slip op. at 1; see also Office of the Kentucky Secretary of State, Press Release: 
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about half of these voters were not legitimately registered in that state, and, in April 2006, 
it purged 8,105 voters from its registration rolls.23  Unfortunately, many of these voters 
were legitimately registered in Kentucky, and after 250 of the cancelled voters showed up 
to vote in a primary election in May 2006, Kentucky’s attorney general sued to have the 
wrongfully purged voters restored to the rolls.  After finding an error rate of about 10% in 
Kentucky’s data match, and finding that the purge violated Kentucky’s NVRA analog, 
the state ordered that every purged voter be restored to the rolls before the general 
election.24  Kentucky’s experience highlights the risks associated with purging voters 
based on potentially unreliable inter-state data matches.  The error rate is likely to be 
much higher in other interstate matching contexts, because Kentucky, South Carolina, 
and Tennessee are among the few states that capture the full Social Security number in 
their voter registration databases, which improves the reliability of the efforts to identify 
duplicate records using data matching and should minimize false positives. 

 
Another problematic example of voter purges based on inter-state data matching 

involved Louisiana.  In 2007, Louisiana’s Secretary of State searched the voting rolls of 
several cities and states—including Colorado, Florida, Georgia, Tennessee, Texas and the 
counties for the cities of Las Vegas, New York and San Diego—for names that matched 
registered Louisiana voters.25  Based on the results of this investigation, nearly 20,000 
voters were purged from the registration rolls because officials concluded they had fled 
New Orleans and surrounding areas after Hurricane Katrina and registered out of state. 
The NAACP Legal Defense Fund sued the state, and eventually about 6,700 of the 
purged voters, mostly from New Orleans, were restored to the rolls.  Louisiana chose to 
continue its controversial voter purging program in the face of public criticism, although 
the State Commissioner of Elections Angie LaPlace stated that no voters would be 
purged based on an interstate data match until after the 2008 federal elections.26 

 
2. Recent Interstate Database Matching Efforts 
 
The need to protect against these risks is particularly important now, since the 

number of states using cross-state data checks is growing.  To date, in addition to the 
matching efforts described above involving Louisiana and Kentucky and their partners, 
the following states have developed matching programs: 

 
 Southeast:  As described above, Kentucky, South Carolina and Tennessee 

conducted a cross-check of voter registration data in early 2006.27 

                                                                                                                                                 
Kentucky Blazes Path in New Voter Fraud Prevention Technique, Apr. 24, 2006, available at 
http://www.sos.ky.gov/secdesk/mediacenter/pressreleases/article41.htm. 
23 Stumbo at 5. 
24 See Stumbo at 6 & n.1. 
25 See Robert Travis Scott, Officials sued over voter purge, New Orleans Times-Picayune, Aug. 31, 2007; 
see also Ed Anderson, Voter-Rights Group Cries Foul in State, New Orleans Times-Picayune, July 28, 
2008; Voter-Rights Group Cries Foul in State, New Orleans Times-Picayune, July 28, 2008. 
26 Ed Anderson, Voter-Rights Group Cries Foul in State, New Orleans Times-Picayune, July 28, 2008. 
27 See Kentucky Secretary of State, Press Release:  Kentucky Blazes Path in New Voter Fraud Prevention 
Technique, Apr. 24, 2006, http://www.sos.ky.gov/secdesk/mediacenter/pressreleases/article41.htm. 
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 Midwest:  One of the earliest interstate matching efforts began when the 
Secretaries of State (“SOS”) of Iowa, Kansas, Missouri and Nebraska signed a 
memorandum of understanding in December 2005.28  By 2008, South Dakota, 
North Dakota and Wyoming had joined the group.29 

 South Central:  Kansas is also part of a group of “south central” states that have 
created a regional cross-check program.  The group includes Kansas, Arizona, 
Arkansas, Colorado, New Mexico, Oklahoma and Texas.30   

 District of Columbia:  According to a report of the U.S. Election Assistance 
Commission, the District of Columbia has conducted cross-checks of voter 
registration data with Maryland and Virginia.31  

 West:  In late January 2006, representatives of five western states—California, 
Idaho, Montana, Oregon and Washington—met to discuss the possibility of 
creating a regional data sharing agreement.32  The states determined they were not 
ready to conduct any data matches, but Washington and Oregon have since 
developed a pilot program, discussed below, that may serve as a model for states 
implementing data matching across state lines. 
 

 3. Recommendation for the EAC 
 
 As a result of the significant risks with interstate database matching, it is 
important that states develop protocols to protect against inaccurate inter-state data 
matching and to ensure that no purges are conducted as a result without adequate voter 
protections, including the protections mandated by the NVRA.  The NVRA provides that 
no voter can be purged from the voter rolls on the ground that they moved unless either 
(i) the voter confirms in writing that they have changed residences or (ii) the voter fails to 
respond to a forwardable postcard and then fails to vote or appear to vote in the 
subsequent two federal elections.33 
 
 To assist in this process, the EAC should develop guidance to ensure that the list 
matching process is as accurate as possible, protecting against false positives, and that no 

                                                 
28 Memorandum of Understanding Between the States of Missouri, Iowa, Nebraska and Kansas for the 
Improvement of Election Administration, December 2005, available at 
http://www.sos.mo.gov/elections/2005-12-11_MO-KS-IA-NE-MemorandumOfUnderstanding.pdf; see also 
Sean Greene, electinline.org, Midwest Voter Registration Data-Sharing Project Moves Forward:  Kansas 
leads groups of states crosschecking information; Advocates voice concern, Dec. 13, 2007, 
http://www.pewcenteronthestates.org/report_detail.aspx?id=33612. 
29 See Data crosschecking expanding to other states, Canvassing Kansas, Sept. 2007, 
http://www.kssos.org/forms/communication/canvassing_kansas/sept07.pdf; see also Data crosschecking 
keeps on growing, Canvassing Kansas, Dec. 2007, 
http://www.kssos.org/forms/communication/canvassing_kansas/dec07.pdf. 
30 See Data crosschecking expanding to other states, Canvassing Kansas, Sept. 2007, 
http://www.kssos.org/forms/communication/canvassing_kansas/sept07.pdf. 
31 U.S. Election Assistance Commission, The Impact of the National Voter Registration Act of 1993 on the 
Administration of Elections for Federal Office 2005-06, June 30, 2007. 
32 See Data crosschecking expanding to other states, Canvassing Kansas, Sept. 2007, 
http://www.kssos.org/forms/communication/canvassing_kansas/sept07.pdf. 
33 42 U.S.C. § 1973gg-6(d). 
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disenfranchisement.   
  
 As we understand it, the pilot inter-state data matching protocol developed by 
Oregon and Washington in advance of the 2008 general election is consistent with federal 
law and provides an example from which other states can learn when conducting future 
inter-state database matching efforts.  After attempting to match their voter registration 
databases and finding more than 8,000 potential matches across both states, Oregon and 
Washington determined that it was not feasible to attempt any list maintenance procedure 
with this many voters immediately before the 2008 election.  The states opted, therefore, 
to conduct a pilot program involving only a limited number of border counties, in which 
they identified approximately 1,300 voters potentially registered on both sides of the 
border.34  Most significantly, none of these voters were automatically purged.  Instead 
they were sent notices saying that there was reason to believe they might be registered in 
both states, and requesting that the voters clarify their status.   
 

About half of the 1,300 voters had registered more recently in each state, and each 
state therefore sent notices to the approximately 650 voters with older registrations in that 
state.  Both Washington and Oregon received responses from about 60% of these voters,  
who confirmed that they had moved and requested that their old registrations be 
cancelled.  The states cancelled these voters’ registrations.  Neither state cancelled the 
registrations of any voters who did not respond; the states will conduct additional 
investigation in an attempt to gain further information for list maintenance purposes.   

 
The techniques used by Oregon and Washington—notifying affected voters, 

allowing the voters to confirm or clarify whether they have moved, and not automatically 
purging any voter who does not respond—are consistent with federal law (assuming that 
they do not purge the remaining voters without affording them the NVRA’s protections) 
and could form the basis of EAC recommendations. 
 
C. Voter Registration Database Maintenance Problems in 2008 
 
 Statewide voter registration databases provide election officials with a valuable 
tool to maintain more accurate voter lists.  Because the list is statewide, officials can 
more easily track voters when they move to different election jurisdictions within the 
state.  And because it is computerized, election officials can use electronic processes to 
search for and identify duplicates or records corresponding to individuals who have 
become ineligible to vote.  At the same time, because of the relative ease of purging voter 
records using statewide databases, because database matching is poorly understood, and 
because such matching can easily lead to significant numbers of “false positives,” efforts 

                                                 
34 While the precise matching protocols used by Washington and Oregon to identify these potential 
duplicate registrations are not publicly known, we recommend that, at minimum, states should require exact  
matches of the following information before identifying records for any potential purges:  first name, 
middle name, last name, suffix, date of birth, and additional information like the last four digits of a Social 
Security number. 
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to maintain, or purge, voter registration databases pose significant risks to registered 
voters.   
 
 1. Purge Problems in 2008 Due to List Matching 
 
 The risk of matching-based list maintenance activities, however well intentioned, 
is illustrated by a purge conducted in Georgia before the 2008 elections.  State election 
officials attempted to identify non-citizens on the voter rolls by matching the voter 
registration database against the motor vehicle database, which records the legal 
residence documents provided in order to obtain driver’s licenses, flagging individuals 
who did not provide documentation of U.S. citizenship when they obtained their driver’s 
licenses.  One problem with this procedure is that the motor vehicle authority does not 
update its records relating to legal residents when they become naturalized.  The result 
was a purge that unfairly caught up a significant number of naturalized citizens.  The 
match process was imperfect in other respects as well; according to news reports, at least 
some individuals who were born in the United States were affected as well.35 
 
 The lesson from this—as well as from other purges based on database matches 
that have come to light in the past36—is that list matching is an imperfect tool to identify 
records pertaining to the same individual or to determine voter ineligibility.  Safeguards 
are therefore necessary to ensure that eligible voters are not purged from the voter rolls, 
and likely disenfranchised, as a result of erroneous match attempts.  These safeguards are 
especially important in light of the ease with which purges can be accomplished on 
computer-based systems.  In one county in Mississippi, for example, a local election 
administrator reportedly improperly purged 10,000 voters using her home computer a 
week before the 2008 Mississippi primary.37 
 
 The extent to which these kinds of voter database purges led to problems in 2008 
is not known.  Purges are typically done without any public notice or scrutiny.  Rarely do 
state officials make available any information about their list matching activities, let 
alone information sufficient for others to assess whether those activities harmed eligible 
voters.  Nonetheless, because there have been significant problems with virtually all of 
the purge efforts that have come to light in recent years, there is strong reason to believe 
that the problem is of a magnitude that warrants attention. 
 
 The other purge problems that came to light during the 2008 election cycle 
involved the failure of state officials to comply with the NVRA’s purge protections, 
including the prohibition of systematic purges within ninety days of a federal election, the 

                                                 
35 News reporting on this purge, as well as the papers filed in a lawsuit challenging it, can be found here: 
http://www.cbsnews.com/stories/2008/10/09/cbsnews_investigates/main4512526.shtml.  
36 The most notorious such purges were conducted in Florida in 2000 and 2004.  The problems with those 
purges, and their effect on eligible voters, is described at length in Myrna Perez, Voter Purges, available at 
http://brennan.3cdn.net/5de1bb5cbe2c40cb0c_s0m6bqskv.pdf, as well as in my prior testimony before the 
EAC.  Louisiana’s plan to purge voters based on inter-state data matching, discussed above, is another 
example. 
37 See Kandiss Crone, Horsemann: Voter Purge Violated Federal Law, WLBT3, Mar. 5, 2008, available at 
http://www.wlbt.com/Global/story.asp?S=7973229&nav=1L7t4viX.  

 13

http://www.cbsnews.com/stories/2008/10/09/cbsnews_investigates/main4512526.shtml
http://brennan.3cdn.net/5de1bb5cbe2c40cb0c_s0m6bqskv.pdf
http://www.wlbt.com/Global/story.asp?S=7973229&nav=1L7t4viX


protections against erroneous purges of suspected movers, and the prohibition of purges 
based on a registrant’s failure to vote.38  Lawsuits in Michigan and Colorado prevented 
voters in those states from being disenfranchised because of these practices.39  Because 
of the lack of public information about purges, we do not know whether and to what 
extent there were similar problems in other states.  While these problems do not stem
from misuse or misunderstanding of voter registration databases, using voter registra
databases to modernize the voter registration system could help solve them in the future. 

 
tion 

 
 2. Recommendations for the EAC 
 
 a. The EAC should issue guidance to ensure that voter database purging 
practices are as accurate as possible and include adequate safeguards for eligible voters. 
 
 In 2008, the Brennan Center published a report examining in detail the purge 
practices in twelve states and making recommendations to improve the purge process.40  
We recommend that the EAC adopt these recommendations—including those for greater 
transparency and accountability of the purge process, for stricter matching criteria for the 
development of purge lists, and for fail-safes for voters—as guidance to state election 
officials.  These recommendations are consistent with those I previously submitted to the 
EAC in 2005.  If adopted, these recommendations would substantially reduce public 
controversies over voter database purges.   
 
 b. The EAC should collect and disseminate detailed information about list 
maintenance activities (voter purges) in the states. 
 
 One of the greatest challenges to improving list maintenance practices is the 
dearth of publicly available information about those practices.  There is virtually no 
publicly available information on when and how purges are conducted, how many people 
are purged, and on what grounds.  This not only prevents members of the public from 
being effective watchdogs, it also prevents election officials from effectively learning 
from their peers’ best—and worst—practices.   
 
 There are a number of steps the EAC can take to foster better public information 
about purge practices and their effects.  First, the agency can request more detailed 
information about purges from state election officials in the reports they submit pursuant 
to the NVRA.  Second, the agency can expand the Election Day survey to include more 
detailed information about purges conducted in each election cycle.  Third, the agency 
can sponsor studies of purge practices and purges in the states.  Fourth, the agency can 
issue guidance urging state officials to make their purge practices more regular and 
transparent. 
 
 

                                                 
38 See 42 U.S.C. § 1973gg-6. 
39 United States Student Ass’n Fdn. v. Land, No. 08 cv. 14019 (E.D. Mich. Sept. 17, 2008); Colorado 
Common Cause v. Coffman, No. 08 CV 2321 (D. Colo. filed Oct. 24, 2008). 
40 Myrna Perez, Voter Purges, supra.   The relevant recommendations are found on pages 25 through 30. 
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D. Potential Problems Relating to Maintenance of the SSA Database in 2008 
 
 1. Regularly scheduled maintenance of SSA database 
 
 In fall 2008, the Social Security Administration (“SSA”) announced that it 
planned to shut down its databases for maintenance during Columbus Day weekend, from 
October 11-13, 2008.  While a SSA database shut down would not normally affect the 
administration of elections, the timing of this shut down—only three weeks before a 
presidential election—raised concerns that it would hamper election officials’ ability to 
process voter registration forms on time for the November election.  In 2008, forty-one 
(41) states had voter registration deadlines between October 6th and October 20th, and 
voter registration activity typically dramatically increases as those deadlines approach.  
As a result, during Columbus Day weekend, especially in a presidential election year, 
election officials are extremely busy attempting to process the thousands of voter 
registration applications submitted right before the deadline.  When the SSA database is 
off-line, election officials cannot process voter registrations bearing Social Security 
digits, since HAVA requires officials to attempt to match those registrations against the 
Social Security database before adding the registrants to the rolls.  Since election officials 
only have a short time to process these applications and do a range of other essential tasks 
to prepare before the elections, a database shut-down during this period risks impeding 
election administration. 
 
 Despite an outcry from public officials (including Senator Dianne Feinstein41 and 
then-EAC Chair Rosemary Rodriguez42), election officials, and advocates, the SSA went 
ahead with its planned shut down over Columbus Day weekend.  While we have not 
studied the effect of this shut down on election administration, it no doubt caused 
unnecessary delay during this critical period for election administration.  While we 
recognize the importance of regular maintenance of the SSA’s databases, upon which 
many government benefits and services depend, and while we understand that the SSA 
has long scheduled its routine database maintenance on Columbus Day weekend, we urge 
the SSA to rescheduling its future shutdowns to avoid coinciding with the busy fall 
months in election years. 
 
 2. Recommendation for the EAC 
 
 The EAC should ask the Social Security Administration to reschedule its regular 
database maintenance so that it does not take place in the crunch time before the voter 
registration deadline. 
 

                                                 
41 The letter from Senator Dianne Feinstein (D-CA) is available at: http://www.brennancenter.org/page/-
/blog/Bowen%20-%20SSA%20CAReg%20Ltr%2009-23-08.pdf.  
42 The letter from then-EAC Commissioner Rosemary Rodriguez is available at: 
http://www.brennancenter.org/page/-/blog/9.19.08.Rodriguez.SA.pdf. 
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II. Other Recommendations for the EAC to Assist States in Improving Voter 

Registration Database Use and Management. 
 
A. Need for Better Information on Voter Registration Systems 
 
 There is surprisingly little publicly available information on how statewide voter 
registration databases are constructed, maintained, and used, and on how they perform.   
This dearth of information prevents policy-makers and members of the public from 
effectively assessing and improving the voter registration system.  The limited data that 
are available are in inconsistent formats, making it difficult to compare information 
across states or jurisdictions.  Given the public importance of the voter registration 
systems—they are both the gateway to the franchise and the primary tool of election 
administration—it is essential that we collect and disseminate better information about 
them. 
  
 The EAC can play a significant role in improving this situation both by requiring 
election officials to collect and report more detailed information and by fostering 
additional studies on voter registration systems.  In particular: 
 

 The EAC should require state officials to report more detailed information 
relating to voter registration, including information on voter registration list 
management and maintenance, in a standard format.  To assist in assessing 
performance of the voter registration system, the EAC should also require states 
to report more detailed information about provisional ballots, breaking down the 
data based on the reasons provisional ballots were cast and the reasons the ballots 
were or were not counted. 

 
 The EAC should collect and publish current information on state voter 

registration databases and how they are being used to register voters, verify and 
correct voter information, purge the voter rolls, and manage elections.   

 
 The EAC should also collect and publish information on the costs of voter 

registration systems and each of their components.  For example, the EAC should 
examine the costs of processing voter registration forms, verifying applicant 
information, updating address information, and conducting purges of the voter 
rolls. 

 
B. Research and Guidance to Modernize the Voter Registration System 
 
 Most problems with the voter registration system have nothing to do with 
statewide voter registration databases, but rather with the outdated paper-based, voter-
initiated system on which it is based.  In 2008, as in other election years, prospective 
voters experienced problems with their registrations because of errors in paperwork; 
election officials could not read their handwriting; their voter registration forms were not 
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transmitted or not transmitted on time by voter registration agencies or voter registration 
drives; their forms were lost in the mail; their information was entered incorrectly into the 
voter registration database; or because election officials were unable to process their 
registrations on time.  Others did not make it onto the voter rolls because they were in the 
military and were relocated after the voter registration deadline; they moved and did not 
know they had to re-register; they were unaware of voter registration deadlines; or they 
became interested only after the deadline had passed.43  Election officials, in turn, had to 
process the deluge of voter registration forms that typically arrive right before the 
deadline, in the busiest period of election preparation; hire scores of temporary workers 
to assist with processing registrations; manually enter voter registration information in 
the database even though that information had previously been keyed by government 
workers in other agencies; deal with myriad third-party voter registration drives, some of 
which made mistakes; try to decipher registrants’ poor handwriting so as to enable them 
to register; and ensure that all the registrations were processed in time to print poll books 
and notify the voters of their polling places.  This unnecessarily burdensome process 
continues to make it difficult for election officials to focus sufficient attention on the 
myriad other essential tasks of election administration, including poll worker training, 
allocation of election resources, voting system testing, and processing absentee ballot 
requests, among others. 
 
 These problems, as well as the other problems addressed above, could be solved 
by modernizing the voter registration system—building on the statewide voter 
registration databases now in place across the country.  Because the voter rolls are 
computerized, and because they are capable of sharing data with other government 
databases, it is now possible to move toward a system of automatic registration, in which 
election officials automatically add eligible voters to the rolls based on information they 
obtain from other government databases.  And because the databases are statewide, it is 
now possible to move toward a system of portable or permanent registration within states, 
in which election officials take steps to keep registrants’ addresses up to date and in 
which voters do not have to re-register or change their registration addresses each time 
they move.  Of course, no system using automatic processes, no matter how well-
designed, is fool-proof, and so these upgrades would have to be accompanied by robust 
safeguards to ensure that voters can correct errors or omissions in the voter registration 
process up through Election Day.  These three elements—automatic voter registration, 
permanent registration, and fail-safe procedures for voters whose information is omitted 
from or incorrect on the voter rolls—are the foundation of a proposal for voter 
registration modernization the Brennan Center released in mid-2008.44  Each of these 

                                                 
43 The most comprehensive report to date on problems experienced by voters in 2008 is: Lawyers’ 
Committee for Civil Rights Under Law, Election Protection 2008: Helping Voters Today, Modernizing the 
System for Tomorrow, at http://www.866ourvote.org/page?id=0075.  This Election Protection report found 
that the single greatest source of voter problems in 2008, based on calls to the voter protection hotline, was 
the voter registration system. 
44 See Wendy R. Weiser et al., Voter Registration Modernization, available at 
http://www.brennancenter.org/content/resource/universal_voter_registration_draft_summary/.  
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elements is already in place at least in part in a number of states,45 and ought to be 
expanded nation-wide. 
 

These upgrades would substantially reduce errors in the voter rolls; reduce costs 
and workload for election officials; reduce duplication and waste; reduce the opportunity 
for voter fraud; and reduce unnecessary administrative barriers to the franchise.  They 
would increase the efficiency of election administration and free up essential resources 
for other election administration tasks.   

 
Because voter registration modernization makes sense, it garners significant 

support from election officials of all political stripes.  For example, in a recent op-ed 
published in Roll Call, Missouri Secretary of State Robin Carnahan and Kentucky 
Secretary of State Trey Greyson called for “modernization of our voter registration 
system” using technological innovations.46  It also garners support from policy-makers, 
the media, and the public. On March 11, 2009, the United States Senate Committee on 
Rules and Administration held a hearing on voter registration problems in 2008, and is 
likely to continue examining those problems and considering solutions.  State officials 
and legislators across the country are similarly considering ways they can modernize their 
systems. 
 
 The EAC can play a helpful role in this process.  Most significantly, the EAC can 
foster data-gathering and research that will assist officials and policy-makers in their 
efforts to upgrade their voter registration systems.  I address some research questions that 
can be addressed by the National Academies of Sciences and others in part III.B, below.  
The research efforts that would be most helpful are those designed to provide technical 
assistance to states that wish to use their statewide voter registration databases to 
facilitate automatic or permanent registration, as well as those that wish to develop and 
use electronic poll books.  The EAC can also work with entities like AAMVA and the 
U.S. Postal Service to study the best ways of using their existing systems to facilitate 
voter registration updates. 
 
III. Recommendations For the National Academies of Sciences (NAS) Study 
 
A.   The NAS Voter Registration Databases Committee’s Interim Report 
 
 The interim report published by the NAS Committee on State Voter Registration 
Databases contains an enormous amount of information, distilled and made 
comprehensible to policymakers.  The interim report also identified several unresolved 
issues relating to statewide voter registration databases and highlighted policy 
disagreements with candor.  We believe the interim report will contribute to informed 
discussion of issues associated with statewide voter registration databases. 
 

                                                 
45 The Brennan Center will soon be releasing detailed reports on aspects of voter registration 
modernization, including studies of procedures already in place in the states. 
46 Robin Carnahan & Trey Grayson, “Voter Registration System Needs to Be Modernized,” Roll Call, 
March 10, 2009. 
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 We have two primary concerns with the interim report.  First, there are several 
instances where the report’s language could be interpreted to suggest that HAVA requires 
a “no match, no vote” policy and that such a policy is in place in most states.  Neither is 
true.  We have advised the NAS Committee of this concern, and hope that they will 
clarify the language in question in the final report consistent with our comments. 
 
 Second, several of the NAS Committee’s conclusions and recommendations are 
not sufficiently supported by empirical data.  We believe that policy recommendations 
and conclusions by the NAS Committee should be based on empirical data and not on a 
small number of interviews or conventional wisdom.  The use of hard data will help 
avoid unnecessary controversies.  We recognize, however, that the NAS Committee may 
have difficulty obtaining access to hard data, because election officials either do not 
collect such data or do not make it publicly available.  We therefore urge the EAC to 
support the NAS Committee’s efforts to obtain data concerning voter registration 
databases, including by encouraging state officials to collect and publicize such data. 
 
B.   Recommended Expansion of the NAS Study or Additional Studies 
 
 Given the heightened interest in voter registration modernization among election 
officials and other policy-makers, and given the number of technical questions involved 
in such an effort, it would be extremely helpful if the EAC could commission studies to 
assist public officials in these efforts.  Since the NAS Committee has already devoted 
substantial time and effort studying voter registration databases, including database 
interoperability issues, it is well-positioned to study issues relating to voter registration 
modernization in an efficient manner.  We therefore encourage the EAC to commission 
the NAS Committee either to expand its current study or to conduct a follow-up study on 
the technical issues relating to voter registration modernization.  We also encourage the 
EAC to commission studies on this topic from other researchers as well. 
 
 Follow-up research on voter registration modernization should focus on the best 
technical solutions for how to implement automatic registration, whereby eligible citizens 
on other government lists are automatically added to the voter rolls, and permanent 
registration, whereby the address information for registered voters is automatically 
updated based on information on other government lists.  Studies should focus more on 
technical questions than on policy questions.  The types of research questions that would 
be helpful include: whether there are technical barriers to sending personal data from 
particular government lists to the voter registration database and, if so, how best to 
overcome those barriers; whether the tool used by a majority of state motor vehicle 
agencies to automatically register young men for the Selective Service could be adapted 
to automatically register all voting-age citizens to vote; the cost of sharing data relating to 
voting age individuals from motor vehicle agencies, public assistance agencies, and other 
agencies with election agencies; whether and to what extent other state databases are or 
can be made interoperable with the voter database; which public agencies keep the most 
current address information; and what are the best ways to prevent duplicate records in 
the voter database if records from multiple state databases are combined into that 
database.  If the EAC determines that it will commission such studies, the Brennan 
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Center would appreciate an opportunity to submit a more comprehensive list of research 
questions for consideration. 
 
 Thank you very much. 


